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Law 
of 11 December 2008 

on Professional Due Diligence for the 
Prevention of Money Laundering, Organised 

Crime and Financing of Terrorism  
(Due Diligence Act; SPG) 

I hereby grant My consent to the following Resolution adopted by Par-
liament:1 

I. General Provisions 

Art. 12 

Object and Purpose 

1) This Act governs the application of due diligence in the professional 
exercise of activities covered by this Act. 

2) Its purpose is to combat money laundering, organised crime, and 
terrorist financing within the meaning of the Criminal Code (§§ 165, 278 
to 278d StGB). 

3) It shall also serve to implement and/or execute the following EEA 
legal provisions: 

a) Directive (EU) 2015/849 of the European Parliament and of the Coun-
cil of 20 May 2015 on the prevention of the use of the financial system 

 

1 Report and application, together with comments from the Government No. 124/2008 and 

160/2008 

2 Art. 1 amended by LGBl. 2017 no. 161. 
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for the purpose of money laundering and terrorist financing, amend-
ing Regulation (EU) no. 648/2012 of the European Parliament and of 
the Council and repealing Directive 2005/60/EC of the European Par-
liament and of the Council and Commission Directive 2006/70/EC (OJ. 
L 141 of 5.6.2015, P. 73); 

b) Regulation (EU) 2015/847 of the European Parliament and of the 
Council of 20 May 2015 on information accompanying transfers of 
funds and repealing Regulation (EU) no. 1781/2006 (OJ. L 141 of 
5.6.2015, P. 1). 

4) Repealed 3 

Art. 2 

Terminology and designations 

1) For the purposes of this Act, the following definitions shall apply: 

a) Repealed4 

b) "Common-benefit, tax-exempt entity" shall mean entities that pursue 
exclusively common-benefit or charitable objectives, the performance 
of which serves to benefit the general public and which are demon-
strably exempt from income tax in their state of domicile. In particular 
there is deemed to be a benefit to the general public if the activity 
serves the common good in a charitable, religious, humanitarian, sci-
entific, cultural, moral, social, sporting or ecological sense, even if the 
activity is only of benefit to a specific category of persons;5 

c) "Business relationship" shall mean a business, professional or com-
mercial relationship which is conducted in connection with the pro-
fessional activities of the person subject to due diligence and which is 
expected, at the time when the contact is established, to exist for a cer-
tain duration in time; 

d) "Occasional transactions" shall mean operations and transactions, es-
pecially money exchange, cash subscription of medium-term notes 
and bonds, cash buying or selling of bearer securities and cashing of 
cheques, unless the operation or transaction is carried out via an ex-
isting account or custody account in the name of the client;6 

 

3 Art. 1 (4) repealed by LGBl. 2017 no. 161. 

4 Art. 2 (1) a) repealed by LGBl. 2017 no. 161. 

5 Art. 2 (1) b) amended by LGBl. 2017 no. 161. 

6 Art. 2 (1) d) amended by LGBl. 2017 no. 161. 
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e) "Beneficial owner" shall mean a natural person on whose initiative or 
in whose interest a transaction or activity is carried out or a business 
relationship is ultimately constituted. In the case of legal entities, the 
beneficial owner is also the natural person in whose possession or un-
der whose control the legal entity ultimately is situated. The Govern-
ment shall provide further details by ordinance; 

f) "Legal entity" shall mean a legal person, company, trust, or other col-
lective or asset entity, irrespective of its legal form; 

g) "Shell bank" shall mean a bank, a financial institution as defined in Art. 
3 no. 2 of Directive (EU) 2015/849 or an institution that carries out 
activities equivalent to those of a bank or a financial institution regis-
tered in a state in which it has no physical presence, involving mean-
ingful mind and management and which is not affiliated to any regulated 
financial group;7 

h) "Politically exposed persons" shall mean natural persons who are, or 
were up to one year ago entrusted with prominent public functions, 
and their immediate family members, or persons known to be close 
associates of such persons. The Government shall provide further de-
tails by ordinance;8 

i) "Third country" shall mean a State that is not a Member of the Euro-
pean Economic Area (EEA; 

k) "National risk analysis” shall mean the measures taken periodically to 
determine and assess existing risks of money laundering and terrorist 
financing, as well as all data protection problems associated therewith, 
in order to promote the understanding and reduction of existing risks;9 

l) "Bureau de change” shall mean natural or legal persons whose activi-
ties consist in the exchange of legal tender at the official exchange 
rate;10 

lbis) "TT (trusted technology) Service provider" shall mean natural or legal 
persons whose activities consist in the exchange of virtual currencies 
or tokens against legal tender or other virtual currencies or tokens and 
vice versa;11 

lter) "Token" shall mean a token as defined in Art. 2 (1) c) TVTG (Token and 
TT Service Provider Act;12 

 

7 Art. 2 (1) g) amended by LGBl. 2017 no. 161. 

8 Art. 2 (1) h) amended by LGBl. 2017 no. 161. 

9 Art. 2 (1) k) inserted by LGBl. 2017 no. 161. 

10 Art. 2 (1) l) amended by LGBl. 2019 no. 302. 

11 Art. 2 (1) lbis) inserted by LGBl. 2019 no. 302. 

12 Art. 2 (1) lter) inserted by LGBl. 2019 no. 302. 
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m) "Correspondent relationship":13 

1. the provision of banking services by one bank as the correspond-
ent to another bank as the respondent; this shall include the hold-
ing of a current account or other liability account and the provision 
of services associated therewith such as cash management, inter-
national funds transfers, cheque clearing, services in connection 
with payable-through accounts and foreign exchange ; 

2. the relationships between banks and financial institutions as de-
fined in Art. 3 no. 2 of Directive (EU) 2015/849, both with and be-
tween one another, where similar services are provided by a cor-
respondent institution to a respondent institution; this shall in-
clude relationships established for securities transactions or funds 
transfers; 

n) "Legal entities established on a discretionary basis" shall mean a legal 
entity with one or more discretionary beneficiaries;14 

o) "Discretionary beneficiaries" shall mean persons belonging to the cat-
egory of beneficiaries specified by the donor, founder or trustor and 
whose possible beneficial interest is placed within the discretion of the 
foundation board, board of directors or trustee or another body ap-
pointed for the purpose. This shall also include persons whose benefi-
cial interest is placed within the discretion of the foundation board, 
board of directors or trustee or another body appointed for that pur-
pose, exclusively in terms of amount or time;15 

p) "Recipient of a distribution" shall mean a discretionary beneficiary who 
receives an allotment from the assets or the proceeds of a legal entity 
established on a discretionary basis. This economic benefit may consist 
of both bankable and non-bankable assets;16 

q) "Transaction-related documents" shall mean all documents that make 
it possible to reconstruct individual transactions, including the 
amount and currency;17 

r) "Members of the executive body" shall mean natural persons who are 
members of the management, the board of directors, the supervisory 
board, the managing board or persons in a comparable function;18 

s) "Group" shall mean a group of undertakings that consists of a parent 
undertaking, its subsidiary undertakings and the undertakings in 

 

13 Art. 2 (1) m) inserted by LGBl. 2017 no. 161. 

14 Art. 2 (1) n) inserted by LGBl. 2017 no. 161. 

15 Art. 2 (1) o) inserted by LGBl. 2017 no. 161. 

16 Art. 2 (1) p) inserted by LGBl. 2017 no. 161. 

17 Art. 2 (1) q) inserted by LGBl. 2017 no. 161. 

18 Art. 2 (1) r) inserted by LGBl. 2017 no. 161. 
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which the parent undertaking or its subsidiary undertakings have an 
interest, as well as undertakings that are connected to one another by 
a relationship as defined in Art. 1097 of the Liechtenstein Persons and 
Companies Act;19 

t) Repealed20 

u) "States with strategic deficiencies" shall mean states whose national 
systems for the prevention of money laundering and terrorist financ-
ing pursuant to the delegated acts of the Commission referred to in Art. 
9 (2) of Directive (EU) 2015/849, or according to the assessments of 
international organisations established to prevent money laundering 
and financing of terrorism exhibit strategic deficiencies that pose sig-
nificant threats to the financial system;21 

v) "Supervisory authority" shall mean the Financial Market Authority 
(FMA) or the Liechtensteinische Rechtsanwaltskammer (Liechten-
stein Bar Association);22 

w) "Members of tax consultancy professions" shall mean natural or legal 
persons who hold one of the following authorities:23 

1. authorisation for the full exercise of the activities as defined in Art. 
3 (1) b) of the Trustee Act; or 

2. authorisation under the Auditors Act;24 

x) "External bookkeepers" shall mean natural or legal persons who pro-
vide services for third parties as defined in Art. 3 (1) n) and who hold 
one of the following authorities:25 

1. authorisation for the full exercise of the activities as defined in Art. 
3 (1) b) of the Trustee Act; 

2. authorisation under the Auditors Act; or26 

3. authorisation under the Business Act to perform the function of a 
bookkeeper; 

y) "EEA Home State" shall mean an EEA Member State in which the reg-
istered office or head office of the person subject to due diligence is 
located;27 

 

19 Art. 2 (1) s) inserted by LGBl. 2017 no. 161. 

20 Art. 2 (1) t) repealed by LGBl. 2020 no. 423. 

21 Art. 2 (1) u) inserted by LGBl. 2017 no. 161. 

22 Art. 2 (1) v) inserted by LGBl. 2017 no. 161. 

23 Art. 2 (1) w) inserted by LGBl. 2017 no. 161. 

24 Art. 2 (1) w) no. 2 amended by LGBl. 2019 no. 17. 

25 Art. 2 (1) x) inserted by LGBl. 2017 no. 161. 

26 Art. 2 (1) x) no. 2 amended by LGBl. 2019 no. 17. 

27 Art. 2 (1) y) inserted by LGBl. 2017 no. 161. 
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z) "European supervisory authorities" shall mean the European Banking 
Authority (EBA), die the European Securities and Markets Authority 
(ESMA) and the European Insurance and Occupational Pensions Au-
thority (EIOPA).28 

zbis) "virtual currency" shall mean a digital representation of a value 
that was not issued or guaranteed by any central bank or public body 
and is not necessarily pegged to a legally established currency and 
does not have the legal status of a currency or money, but is accepted 
by natural or legal persons as a means of exchange that can be trans-
ferred, saved and traded electronically;29 

zter) "Operators of trading platforms for virtual currencies or tokens" 
shall mean natural or legal persons who operate trading platforms via 
which their customers transact an exchange of virtual currencies or 
tokens against legal tender or other virtual currencies or tokens and 
vice versa, whose role is more than that of a simple intermediary with-
out involvement  in payment flows, but who do not however store to-
kens or TT keys on behalf of their customers.30 

2) Terms used to designate persons, professions or functions in this Act 
are to be understood as referring to both the male and female genders. 

Art. 3 

Scope of application 

1) This Act shall apply to persons subject to due diligence. These are: 

a) banks and investment firms licensed under the Banking Act; 

b) e-money institutions licensed under the E-Money Act; 

c) undertakings for collective investment that market their unit certifi-
cates or units; the due diligence is to be performed by the self-man-
aged undertaking for collective investment and in the case of an exter-
nally managed undertaking for collective investment by the manage-
ment company in accordance with the UCITSG or IUG or the manager 
of alternative investment funds pursuant to the AIFMG;31 

d) insurance undertakings licensed under the Insurance Supervision Act, 
insofar as they offer direct life assurance; 

 

28 Art. 2 (1) z) inserted by LGBl. 2017 no. 161. 

29 Art. 2 (1) zbis) inserted by LGBl. 2019 no. 302. 

30 Art. 2 (1) zter) inserted by LGBl. 2019 no. 302. 

31 Art. 3 (1) c) amended by LGBl. 2017 no. 161. 



SPG 952.1 

7 

e) the Liechtensteinische Post Aktiengesellschaft, insofar as it pursues 
activities beyond its universal service that must be reported to the 
FMA; 

f) exchange bureaux; 

g) insurance brokers licensed under the Insurance Distribution Act, inso-
far as they broker life assurance contracts and other investment re-
lated services;32 

h) payment institutions and payment initiation service providers li-
censed under the Payment Services Act;33 

i) asset management companies licensed under the Asset Management 
Act; 

k) service providers for legal entities that provide one of the following 
services on a professional basis for the account of third parties:34 

1. establishment of companies or other legal entities; 

2. performance of the management or executive function of a com-
pany, the function of partner in a partnership or a comparable 
function in another legal person or appointment of another person 
for the afore-mentioned functions; 

3. provision of a head office, a business, postal or administrative ad-
dress and other related services for a legal entity; 

4. performance of the function of a member of a foundation board of 
a foundation, trustees of a trust or a similar legal entity or appoint-
ment of another person for the afore-mentioned functions; 

5. performance of the function of nominee shareholder for another 
person, where the company concerned is not listed on a regulated 
market and subject to the disclosure requirements in conformity 
with EEA law or similar international standards, or appointment of 
another person for the afore-mentioned functions; 

l) casinos and providers of online gaming licensed under the Gambling 
Act;35 

 

32 Art. 3 (1) g) amended by LGBl. 2018 no. 11. 

33 Art. 3 (1) h) amended by LGBl. 2019 no. 218. 

34 Art. 3 (1) k) amended by LGBl. 2017 no. 161. 

35 Art. 3 (1) l) amended by LGBl. 2016 no. 198. 
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m) lawyers and law firms with an authorisation under the Lawyers Act, as 
well as legal agents as referred to in Art. 108 of the Lawyers Act, inso-
far as they provide tax advice to their clients or assist in the planning 
and execution of financial or real estate transactions concerning the 
following:36 

1. buying and selling of undertakings or real estate; 

2. management of client funds, securities or other assets of the client; 

3. opening or management of accounts, custody accounts or safe de-
posit boxes; 

4. procurement of contributions necessary for the creation, opera-
tion or management of legal entities; or 

5. the management of trusts, companies, foundations or similar legal 
entities;37 

n) members of tax consultancy professions and external bookkeepers, in-
sofar as they assist their clients in the planning and execution of finan-
cial and real estate transactions concerning the operations referred to 
in m) nos. 1 to 5;38 

o) repealed39 

p) real estate agents, insofar as their activities cover the purchase or sale 
of real estate; 

q) persons trading in goods, provided that payment is in cash or by 
means of a virtual currency or a token and the amount involved is 
10,000 Francs or more, irrespective of whether the transaction takes 
place in a single operation or several operations between which there 
appears to be a connection;40 

r) TT service providers who are obliged to be registered in accordance 
with Art. 2 (1) k) and m) to q) TVTG;41 

s) token issuers having their registered office or domicile in Liechten-
stein, who are not obliged to be registered, who issue tokens on their 
own behalf or  in a non-professional capacity on behalf of their client,  
provided that they process transactions of 1,000 Francs or more, irre-
spective of whether the transaction takes place in a single operation 

 

36 Art.3 (1) m) introductory sentence amended by LGBl. 2017 no. 161. 

37 Art. 3 (1) m) no. 5 amended by LGBl. 2017 no. 161. 

38 Art. 3 (1) n) amended by LGBl. 2017 no. 161. 

39 Art. 3 (1) o) repealed by LGBl. 2017 no. 161. 

40 Art. 3 (1) q) amended by LGBl. 2019 no. 302. 

41 Art. 3 (1) r) amended by LGBl. 2019 no. 302. 
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or several operations between which there appears to be a connec-
tion;42 

t) operators of trading platforms for virtual currencies or tokens;43 

u) repealed 44 

v) repealed 45 

2) Liechtenstein branches, agents and representative offices of foreign 
undertakings that perform activities as referred to in (1) a) to i) are also 
persons subject to due diligence.46 

3) The following persons subject to due diligence shall immediately 
notify the competent supervisory authority in writing when they have 
commenced business activities:47 

a) bureaux de change as referred to in (1) f); 

b) Repealed48 

c) lawyers, law firms and legal agents as referred to in (1) m); 

d) members of tax consultancy professions as referred to in (1) n) with 
the exception of trustees and trust companies with an authorisation 
for the full exercise of their profession in accordance with Art. 3 (1) b) 
of the Trustee Act; 

e) external bookkeepers as referred to in (1) n) with the exception of 
trustees and trust companies with an authorisation for the full exer-
cise of their profession in accordance with Art. 3 (1) b) of the Trustee 
Act; 

f) real estate agents as referred to in (1) p); 

g) persons trading in goods, as referred to in (1) q). 

h) token issuers referred to in (1) s);49 

i) operators of trading platforms for virtual currencies or tokens re-
ferred to in (1) t).50 

 

42 Art. 3 (1) s) amended by LGBl. 2019 no. 302. 

43 Art. 3 (1) t) amended by LGBl. 2019 no. 302. 

44 Art. 3 (1) u) repealed by LGBl. 2017 no. 161. 

45 Art. 3 (1) v) repealed by LGBl. 2017 no. 161. 

46  Art. 3 (2) amended by LGBl. 2017 no. 161. 

47 Art. 3 (3) amended by LGBl. 2017 no. 161. 

48 Art. 3 (3) b) repealed by LGBl. 2020 no. 423.

49 Art. 3 (3) h) inserted by LGBl. 2019 no. 302. 

50 Art. 3 (3) i) inserted by LGBl. 2019 no. 302. 
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Art. 4 

Exemptions 

This Act shall not apply to: 

a) institutions exclusively operating in the field of occupational old age, 
disability, and survivors' provision; 

b) Repealed51 

c) Repealed52 

II. Due Diligence 

Art. 5 

Scope of Due Diligence 

1) In the cases referred to in (2), the persons subject to due diligence 
shall perform the following duties taking a risk-based approach:53 

a) identification and verification of the identity of the contracting party 
(Art. 6); 

b) identification and verification of the identity of the beneficial owner 
(Art. 7); 

bbis) identification and verification of the identity of the recipient of the 
distribution of legal entities established on a discretionary basis and 
the beneficiary of life assurance policies and other insurances with 
investment-related objectives (Art. 7a and 7b);54 

c) establishment of a business profile (Art. 8); and 

d) supervision of business relationships at a level that is commensurate 
with the risk (Art. 9). 

2) Due diligence duties shall be performed in the following cases: 

a) when establishing a business relationship; 

b) when carrying out occasional transactions:55 

 

51 Art. 4 b) repealed by LGBl. 2017 no. 161. 

52 Art. 4 c) repealed by LGBl. 2017 no. 161. 

53 Art. 5 (1) introductory sentence amended by LGBl. 2017 no. 161. 

54 Art. 5 (1) bbis) inserted by LGBl. 2017 no. 161. 

55 Art. 5 (2) b) amended by LGBl. 2017 no. 161. 
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1. amounting to 15,000 Francs or more, irrespective of whether the 
transaction is carried out in a single operation or in several opera-
tions which appear to be linked; or 

2. involving transfers of funds as defined in Art. 3 no. 9 of Regulation 
(EU) 2015/847 of more than 1,000 Francs; 

c) when there are doubts about the authenticity or adequacy of previ-
ously obtained data on the identity of the contracting party or the ben-
eficial owner. The Government shall provide further details by ordi-
nance; 

d) when there is suspicion of money laundering, a predicate offence of 
money laundering, organised crime, or terrorist financing, regardless 
of any derogation, exemption or threshold; 

e) when occasional transactions in cash amounting to 10 000 Francs or 
more are carried out by persons referred to in Art. 3 (1) q), irrespec-
tive of whether the transaction is carried out in a single operation or 
in several operations which appear to be linked;56 

f) with reference to casinos and providers of online gaming referred to 
in Art. 3 (1) l) in connection with winnings or stakes in gaming, or with 
both, when carrying out transactions to the value of 2 000 Francs or 
more, irrespective of whether the transaction is carried out in a single 
operation or in several operations which appear to be linked;57 

g) in respect of TT service providers as referred to in Art. 3 (1) r) regard-
less of any thresholds, even if transactions referred to in b) are in-
volved; h) remains reserved;58 

h) in the case of TT exchange service providers who exclusively operate 
physical exchange machines for settlement of transactions of 1, 000 
Francs or more, irrespective of whether the transaction takes place in 
a single operation or several operations between which there appears 
to be a connection.59 

3) If the due diligence duties cannot be performed: 

a) the person subject to due diligence may not establish the business re-
lationship or carry out the desired transaction and must verify 
whether a report under Art. 17 is necessary. This provision is subject 
to Art. 18; 

 

56 Art. 5 (2) e) inserted by LGBl. 2017 no. 161. 

57 Art. 5 (2) f) inserted by LGBl. 2017 no. 161. 

58 Art. 5 (2) g) amended by LGBl. 2019 no. 302. 

59 Art. 5 (2) h) inserted by LGBl. 2019 no. 302. 
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b) the person subject to due diligence must discontinue the existing busi-
ness relationship irrespective of other statutory or contractual provi-
sions, but subject to Art. 35 and 35a, and a proper record of outward 
movements of assets must be kept. This does not affect any reporting 
obligations referred to in Art. 17 to 19.60 

4) By ordinance, the Government shall specify the procedure in cases 
where the information and documents required to identify and verify the 
identity of the contracting party and the beneficial owner are not fully 
available upon establishing the business relationship. 

Art. 6 

Identification and verification of the identity of the contracting party 

1) The persons subject to due diligence shall identify the contracting 
party and verify the contracting party's identity by means of documents 
with probative value. 

2) If, over the course of the business relationship, doubts arise con-
cerning the identity of the contracting party, the persons subject to due 
diligence must repeat the identification and verification of the identity of 
the contracting party. 

3) The Government shall provide further details by ordinance. 

Identification and verification of the identity of the beneficial owner61 

Art. 7 

a) Basic Principle62 

1) The persons subject to due diligence shall identify the beneficial 
owner. 

2) They shall verify the identity of the beneficial owner by means of 
risk-based and adequate measures, to satisfy themselves that the person 
in question is actually the beneficial owner. In the case of a legal entity, 
this includes risk-based and adequate measures to determine the own-
ership and control structure of the contracting party. 

 

60 Art. 5 (3) b) amended by LGBl. 2017 no. 161. 

61 Subject heading before Art. 7 inserted by LGBl. 2017 no. 161. 

62 Art. 7 subject heading amended by LGBl. 2017 no. 161. 
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3) If, over the course of the business relationship, doubts arise con-
cerning the identity of the beneficial owner, the persons subject to due 
diligence must repeat the identification and verification of the identity of 
the beneficial owner. 

4) The Government shall provide further details by ordinance. 

Art. 7a63 

b) Legal entities organised on a discretionary basis 

1) When dealing with legal entities organised on a discretionary basis, 
persons subject to due diligence shall obtain sufficient information concern-
ing the persons in whose interest the legal entity has primarily been estab-
lished or is primarily operated, in order to ensure that they are able to 
establish their identity at the time of paying out. 

2) When dealing with legal entities established on a discretionary basis, 
the persons subject to due diligence shall establish the identity of the recipient 
of the distribution and take appropriate steps to verify that identity at the 
time of paying out; for persons subject to due diligence referred to in Art. 
3 (1) a) this shall only apply to assets that are entered in their books. If the 
recipient of the distribution is a legal entity, its beneficial owners are to 
be identified as the recipients of the distribution and their identities are 
to be verified. 

3) Persons subject to due diligence that provide services on a profes-
sional basis, as referred to in Art. 3 (1) k) no. 2 or 4, for a legal entity or-
ganised on a discretionary basis are obliged to convey the information ob-
tained in accordance with (1) and (2) to other persons subject to due dil-
igence as referred to in Art. 3 (1), with whom the relevant legal entity has 
an appropriate business relationship immediately after the information is 
obtained, and without being requested to do so, if assets that are held in 
the books of the other person subject to due diligence as referred to in Art. 
3 (1) are involved. 

4) The persons subject to due diligence, with the exception of service 
providers for legal entities, shall be exempt from the obligations referred 
to in (1) and (2) with reference to those legal entities for which a domestic 
service provider provides services on a professional basis, as defined in 
Art. 3 (1) k) no. 2 or 4 for legal entities. The persons subject to due dili-
gence may subsequently be confident that no circumstances as referred 
to in (2) have arisen, provided that they receive no relevant information 

 

63 Art. 7a inserted by LGBl. 2017 no. 161. 
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from the service providers for legal entities. The persons subject to due 
diligence shall record the information conveyed in the due diligence file. 

5) It is not necessary to identify and verify the identity of the distribu-
tion recipients as referred to in (2) in respect of common-benefit, tax-ex-
empt legal entities as referred to in Art. 2 (1) b). 

6) The Government shall provide more specific details by ordinance. 

Art. 7b64 

c) Insurance contracts 

1) For life assurance policies and other insurances taken out for in-
vestment purposes, insurance undertakings shall perform the following 
duties with regard to the beneficiaries: 

a) For beneficiaries who are identified as natural persons specified by 
name or as legal entities, they shall record the name of that person. 

b) For beneficiaries whose identity is established from characteristics or 
by category or in another way, they shall obtain sufficient information 
in respect of these beneficiaries in order to ensure that they are able 
to establish their identity at the time of paying out. 

2) The insurance undertakings shall establish the identity of the ben-
eficiary of life assurance policies and other insurances with an invest-
ment-related objective at the time of paying out and take appropriate 
steps to verify that identity. If the beneficiary is a legal entity, the identity 
of its beneficial owners must be established and verified. 

Art. 8 

Business profile 

1) The persons subject to due diligence shall establish a profile of 
the business relationship, including in particular information concerning 
the origin of the assets and the purpose and intended nature of the busi-
ness relationship (business profile). 

2) They shall ensure that the data and information in the business pro-
file is up to date, by running checks at intervals appropriate to the risk 

 

64 Art. 7b inserted by LGBl. 2017 no. 161. 
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involved, in order to establish whether the information and data con-
tained in the business profile is still current.65 

3) The Government shall provide further details concerning the busi-
ness profile by ordinance. 

Art. 9 

Risk-appropriate monitoring of the business relationship 

1) The persons subject to due diligence shall monitor their business 
relationships, including the transactions performed in the course of the 
relevant business relationship, in a timely manner, at a level that is com-
mensurate with the risks involved, to ensure that they are consistent 
with the business profile (Art. 8).66 

2) They shall ensure that the risks arising from the development of new 
products or commercial practices or from the use of new or developing 
technologies are assessed in advance and taken into account in the course 
of the risk assessment referred to in Art. 9a.67 

3) They shall carry out simple investigations with reasonable effort 
when circumstances arise or transactions take place that deviate from the 
business profile. 

4) They must carry out special investigations when circumstances 
arise or transactions take place giving rise to suspicion that assets are 
connected with money laundering, predicate offences of money launder-
ing, organised crime, or terrorist financing. The persons subject to due 
diligence may not discontinue the business relationship while these in-
vestigations are being carried out. 

5) The results of the investigations shall be documented in the due 
diligence files. 

6) The Government shall provide further details by ordinance. 

 

65 Art. 8 (2) amended by LGBl. 2017 no. 161. 

66 Art. 9 (1) amended by LGBl. 2017 no. 161. 

67 Art. 9 (2) amended by LGBl. 2017 no. 161. 
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Art. 9a68 

Risk assessment 

1) The persons subject to due diligence shall conduct a risk assessment 
to determine and assess the risks confronting them in respect of money 
laundering, organised crime and terrorist financing. 

2) Subject to Art. 10 (4) and Art. 11 (7), the risk assessment must pay 
special attention to the factors mentioned in Annexes 1 and 2 and the pos-
sible indicators of a potentially lower or higher risk. The risk assessment 
shall also take into account the results of the national risk analysis re-
ferred to in Art. 29b. 

3) The risk assessment must be documented and kept up to date and 
submitted to the competent supervisory authority within the context of 
their monitoring role. 

4) The persons subject to due diligence must establish criteria to iden-
tify business relationships and transactions involving higher risks in their 
internal instructions, and categorise the relevant business relationships 
and transactions accordingly. 

5) The persons subject to due diligence must define effective internal 
control and supervisory measures to reduce the risks identified in the na-
tional risk analysis referred to in Art. 29b and the risk assessment referred 
to in (1). The internal control and supervisory measures shall include, in 
particular: 

a) establishing due diligence duties in accordance with Art. 5 (1); 

b) documentation as referred to in Art. 20; and 

c) setting up of the internal organisation and internal instructions in the 
manner set out in Art. 21. 

6) The risk assessment referred to in (1) and the measures to reduce 
the risks referred to in (5) must be appropriate and proportionate to the 
nature and size of the person subject to due diligence. 

7) The Government shall provide further details by ordinance. 

 

68 Art. 9a inserted by LGBl. 2017 no. 161. 
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Art. 9b69 

Use of IT-based systems 

1) IT-based systems are to be used as far as possible when monitoring 
business relationships in a way that is commensurate with the risks in-
volved as referred to in Art. 9, provided that the costs are reasonably pro-
portionate to the anticipated benefits. This essentially means that an ap-
propriate, state-of-the-art system must be used. 

2) If the persons subject to due diligence are not supported by the use 
of an IT-based system when identifying business relationships and trans-
actions with politically exposed persons, they must ensure they are iden-
tified by another appropriate risk management system. 

2a) Persons subject to due diligence pursuant to Art. 3 (1) r) must use 
state-of-the-art computerised systems in order to conduct a risk-based as-
sessment of the history of the relevant virtual currencies or tokens within 
the relevant TT system (Art. 2 (1) b) TVTG). The Government shall estab-
lish the details by Ordinance.70 

3) If the persons subject to due diligence use automated procedures 
and technologies to reach a decision in the course of performing their 
due diligence duties, when establishing a business relationship pursuant 
to Art. 5 as part of the risk-appropriate monitoring process as referred to 
in Art. 9, and risk assessment as referred to in Art. 9a, their use must be 
proportionate to the objective pursued and must safeguard the essential 
aspects of the right to data protection. The persons subject to due dili-
gence shall therefore provide for appropriate and specific measures to 
safeguard the fundamental rights and interests of the person concerned. 
If automated decision-making as referred to in this provision is em-
ployed, the obligation to provide information and reporting obligation of 
the person subject to due diligence pursuant to Art. 13, 14 and 34 of Reg-
ulation (EU) 2016/679 and the right of access of the person concerned to 
information from the person subject to due diligence under Art. 15 of 
Regulation (EU) 2016/679 shall not apply.71 

 

69 Art. 9b inserted by LGBl. 2018 no. 317. 

70 Art. 9b (2a) inserted by LGBl. 2019 no. 302. 

71 Art. 9b (3) amended by LGBl. 2019 no. 302. 
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Art. 1072 

Simplified due diligence 

1) If, after conducting an appropriate risk assessment as referred to in 
Art. 9a, persons subject to due diligence deem that there is only a minor 
risk with reference to money laundering, organised crime and terrorist 
financing in specific areas, the person subject to due diligence may apply 
simplified due diligence measures as set out in Annex 1 Section B to the 
business relationship or transaction in question. 

2) Before the persons subject to due diligence apply simplified due dili-
gence, they shall verify that the risks associated with the business relation-
ship or transaction are only minor. 

3) The persons subject to due diligence shall monitor the transactions 
and business relationships sufficiently to ensure that unusual or suspect 
transactions can be detected. 

4) The Government shall establish more specific details concerning 
simplified due diligence by ordinance. It may in particular: 

a) establish other factors and indicators that are to be taken into account 
in the risk assessment referred to in Art. 9a; 

b) indicate categories of customers, products, services, transactions, dis-
tribution channels or countries to which simplified due diligence may 
be applied, provided that the risks associated with reference to money 
laundering, organised crime and terrorist financing are only minor; 

c) indicate measures in addition to the measures of simplified due dili-
gence set out in Annex 1 Section B that may be applied in the course of 
simplified due diligence. 

Art. 11 

Enhanced due diligence 

1) If, after conducting an appropriate risk assessment as referred to in 
Art. 9a, persons subject to due diligence establish the existence of a height-
ened risk, they shall, in addition to the due diligence measures referred to 
in Art. 5 to 9, apply enhanced due diligence as set out in Annex 2 Section B 
to the business relationships and transactions identified in order to ad-
dress or reduce the increased risk. In the cases referred to in (4) to (6) 

 

72 Art. 10 amended by LGBl. 2017 no. 161. 
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business relationships and transactions are to be assumed as presenting 
higher risks in all cases.73 

2) Repealed74 

3) Repealed75 

4) With regard to business relationships and transactions with polit-
ically exposed persons, the persons subject to due diligence must: 

a) employ adequate, risk-based procedures to determine whether or 
not the contracting party, the beneficial owner or the recipient of 
distributions is a politically exposed person;76 

b) obtain the approval of at least one member of the general manage-
ment before establishing a business relationship with such a con-
tracting party or beneficial owner or - where a contracting party or a 
beneficial owner is recognized as a politically exposed person in the 
context of an existing business relationship - before continuing the 
business relationship; 

c) obtain the approval of at least one member of the executive body in 
order to continue business relationships with politically exposed 
persons on a yearly basis; this shall exclude persons holding important 
offices in Liechtenstein, members of their family or persons who are 
known to be close associates;77 

d) place the business relationship under continuous, enhanced supervi-
sion.78 

4a) The persons subject to due diligence shall take appropriate 
measures to determine whether the beneficiary identified in accordance 
with Art. 7b (2) is a politically exposed person. These measures must be 
taken without fail prior to the payment of the insurance proceeds. If a po-
litically exposed person is identified, the persons subject to due diligence 
shall be obliged:79 

a) to inform at least one member of the executive body before the insur-
ance proceeds can be paid out; 

b) to place the entire business relationship under continuous, enhanced 
supervision. 

 

73 Art. 11 (1) amended by LGBl. 2017 no. 161. 

74 Art. 11 (2) repealed by LGBl. 2017 no. 161. 

75 Art. 11 (3) repealed by LGBl. 2017 no. 161. 

76 Art. 11 (4) a) amended by LGBl. 2017 no. 161. 

77 Art. 11 (4) c) amended by LGBl. 2017 no. 161. 

78 Art. 11 (4) d) inserted by LGBl. 2017 no. 161. 

79 Art. 11 (4a) inserted by LGBl. 2017 no. 161. 
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5) In cross-border correspondent banking relationships with re-
spondent institutions registered in a third country, persons subject to 
due diligence under Art. 3 (1) a) to i) shall ensure that they:80 

a) have sufficient information about the respondent institution to under-
stand the nature of its business and to b e  a b l e  t o  determine from 
publicly available information the reputation of the institution and 
the quality of its supervision;81 

b) inspect the respondent institution's anti-money laundering and anti-
terrorist financing controls;82 

c) obtain approval from at least one member of the general management 
before establishing new correspondent banking relationships; 

d) document the respective responsibilities with respect to fulfilment of 
due diligence requirements by the two institutions involved. 

6) Persons subject to due diligence shall conduct enhanced monitor-
ing of the following business relationships and transactions and, to the 
extent possible, investigate their background and purpose and record the 
results in writing:83 

a) complex structures, complex and unusually large transactions, as well 
as transaction patterns that have no apparent financial purpose or 
discernible lawful purpose; 

b) business relationships and transactions with contracting parties or 
beneficial owners domiciled in states with strategic deficiencies.84 

7) The Government will provide more specific regulations concerning 
enhanced due diligence by ordinance. It may in particular:85 

a) set additional factors and indicators to be applied in the risk assess-
ment referred to in Art. 9a; 

b) indicate categories of customers, products, services, transactions, dis-
tribution channels or countries, in respect of which enhanced due dil-
igence may be applied, insofar as there is an increased risk with refer-
ence to money laundering, organised crime and terrorist financing; 

c) indicate other measures in addition to the measures of enhanced due 
diligence as set out in Annex 2 Section B, to be applied in the event of 
enhanced due diligence; 

 

80 Art. 11 (5) introductory sentence amended by LGBl. 2017 no. 161. 

81 Art. 11 (5) a) amended by LGBl. 2017 no. 161. 

82 Art. 11 (5) b) amended by LGBl. 2017 no. 161. 

83 Art. 11 (6) amended by LGBl. 2013 Nr. 39. 

84 Art. 11 (6) b) amended by LGBl. 2017 no. 161. 

85 Art. 11 (7) amended by LGBl. 2017 no. 161. 
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d) notwithstanding the delegated acts of the Commission in accordance 
with Art. 9 (2) of Directive (EU) 2015/849 and on the basis of evalua-
tions of international agencies for the prevention of money laundering 
and terrorist financing, identify additional states with strategic defi-
ciencies; 

e) establish reporting or licensing requirements for business relation-
ships and transactions with contracting partners or beneficial owners 
domiciled in states with strategic deficiencies. 

Art. 1286 

Information on the payer or payee in transfers of funds 

1) The transmission of information concerning the payer or payee in 
transfers of funds shall be subject to Regulation (EU) 2015/847. 

2) Regulation (EU) 2015/847 shall not apply to domestic transfers of 
funds to a payment account of a payee, set up exclusively for payments for 
the supply of goods or services, if: 

a) the payee’s payment service provider is subject to Regulation (EU) 
2015/849; 

b) the payee’s payment service provider is capable, by means of an indi-
vidual transaction key for the payee, of tracing the transfer of funds 
back to the person who concluded an agreement with the payee con-
cerning the supply of goods or services; and 

c) the sum transferred does not exceed 1 000 Francs. 

3) Under Art. 25 of Regulation (EU) 2015/847 the FMA may establish 
more specific details concerning the obligations of payment service pro-
viders. 

Art. 13 

Prohibited business relationships 

1) Persons subject to due diligence under Art. 3, (1) a) to h) may not 
conduct correspondent banking relationships with shell banks. 

2) They shall take appropriate measures to ensure that they do not 
conduct any business relationships with undertakings allowing shell 
banks to use their accounts, custody accounts, or safe deposit boxes. 

 

86 Art. 12 amended by LGBl. 2017 no. 161. 
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3) They may not hold savings books, accounts or custody accounts 
payable to bearer. 

4) They may not keep anonymous accounts, savings books, or cus-
tody accounts or accounts, savings books, or custody accounts in fictitious 
names. 

Art. 14 

Delegation of due diligence 

1) Insofar as fulfilment of the requirements under this Act is guaran-
teed, the persons subject to due diligence may delegate due diligence 
measures referred to in Art. 5, (1) a) to c) to: 

a) another person subject to due diligence; or 

b) a natural or legal person domiciled in another EEA Member State or 
third country:87 

1. whose due diligence and record-keeping requirements meet the 
requirements set out in Directive (EU) 2015/849; 

2. whose compliance with the requirements referred to in no. 1 is su-
pervised in a way that is consistent with Chapter VI Section 2 of 
Directive (EU) 2015/849; and 

3. who is not domiciled in a state with strategic deficiencies as re-
ferred to in Art. 2 (1) u). 

2) Even in cases of delegation, the persons subject to due diligence 
shall remain responsible for compliance with due diligence requirements. 

3) The FMA shall issue a list of states whose systems for the prevention 
of money laundering and terrorist financing meet the requirements re-
ferred to in (1) b) nos. 1 and 2, based on the assessments of international 
agencies for the prevention of money laundering and terrorist financing.88 

4) This article does not apply to outsourcing or representation ar-
rangements for which the outsourcing service provider or representa-
tive is to be regarded as part of the person subject to due diligence on 
the basis of a contractual agreement. 

5) The Government shall provide further details by ordinance. 

 

87 Art. 14 (1) b) amended by LGBl. 2017 no. 161. 

88 Art. 14 (3) amended by LGBl. 2017 no. 161. 
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Art. 1589 

Provision of joint services 

1) If several persons subject to due diligence provide services using 
joint billing and the same business name, the due diligence measures re-
ferred to in Art. 5 (1) may be carried out by the person subject to due 
diligence who holds the mandate, working alone, provided that the busi-
ness relationship is the same. This shall also apply if several persons 
subject to due diligence using joint billing and the same business name 
operate as a partner of a partnership or a s  a governing body or general 
manager of a legal entity for the account of a third party, or in a compara-
ble function for the account of the same legal entity as third party 
within the meaning of Art. 3 (1) k) no. 2 or 4. 

2) If several persons subject to due diligence who do not use joint bill-
ing and the same business name operate as a partner of a partnership, 
or as a governing body or general manager of a legal entity for the ac-
count of a third party, or in a comparable function for the account of 
the same legal entity as third party within the meaning of Art. 3 (1) k) no. 
2 or 4, it shall be permissible to have the due diligence measures referred 
to in Art. 5 (1) carried out by one of the persons performing such functions, 
as the person subject to due diligence who holds the mandate. The per-
sons subject to due diligence who do not personally meet these obliga-
tions shall remain responsible for compliance with the obligations. 

3) Persons subject to due diligence who do not personally meet the 
obligations referred to in (1) or (2) shall ensure that: 

a) they are granted access to the due diligence files on request at any 
time; and 

b) a person subject to due diligence is appointed to perform the duties by 
means of a written agreement and the proper performance of the du-
ties is appropriately monitored. 

Art. 1690 

Global application of the due diligence standard 

1) Persons subject to due diligence pursuant to Art. 3 (1) a) to i) and r) 
who are part of a group must establish strategies and procedures that apply 
across the group, including data protection strategies and procedures for 

 

89 Art. 15 amended by LGBl. 2017 no. 161. 

90 Art. 16 amended by LGBl. 2017 no. 161. 
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exchanging information within the group for the purposes of combatting 
money laundering, organised crime and financing of terrorism. These 
strategies and procedures must be effectively implemented by branches, 
agents, representative offices and subsidiaries in EEA Member States and 
third countries under the majority ownership of persons subject to due 
diligence. In third countries in which the minimum requirements with ref-
erence to the prevention of money laundering, organised crime and fi-
nancing of terrorism are less stringent that those provided under this Act, 
the persons subject to due diligence shall adjust their group-wide strate-
gies and procedures to the minimum requirements under this Act, insofar 
as this is permitted under the foreign law. 91 

2) The persons subject to due diligence referred to in (1) with 
branches, agents, representative offices and majority-owned subsidiaries 
in another EEA Member State shall ensure that these business establish-
ments comply with the provisions adopted under the national law of the 
other EEA Member State for transposing Directive (EU) 2015/849 and for 
implementing Regulation (EU) 2015/847. 

3) If, due to restrictions under the law of the other country, branches 
and the majority-owned subsidiaries located in a third country of persons 
subject to due diligence referred to in (1) are unable to comply with the 
measures required under (1), including those relating to data protection, 
the persons subject to due diligence must inform the FMA. In such a case 
the persons subject to due diligence shall take additional measures to ef-
fectively address the risk of money laundering, organised crime and fi-
nancing of terrorism. If these additional measures are inadequate, the 
FMA may: 

a) prohibit the group from entering into business relationships in the 
third country concerned or require it to terminate existing business 
relationships; 

b) prohibit the execution of transactions in the third country concerned; 
or 

c) if necessary require the group to cease business in the third country 
concerned. 

4) The FMA is obliged to inform the European Supervisory Authorities 
in the cases referred to in (3). 

5) The Government may issue more specific regulations by Ordinance. 

 

91 Art. 16 (1) amended by LGBl. 2019 no. 302. 
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Art. 16a92 

Sharing information between persons subject to due diligence 

1) The sharing of information and personal data, including personal 
data on criminal convictions and offences, shall take precedence over all 
officially recognised obligations of confidentiality in the following circum-
stances:93 

a) in the context of a delegation as referred to in Art. 14; and 

b) in the use of the correspondent banking services as referred to in Art. 
2 (1) m). 

2) Art. 17 (2) shall apply mutatis mutandis. 

III. Obligations on suspicion of money laundering, 
organised crime and terrorist financing 94 

Art. 1795 

Obligation to report to the FIU 

1) Where suspicion of money laundering, a predicate offence to 
money laundering, organised crime, or terrorist financing exists, the per-
sons subject to due diligence must immediately report to the Financial 
Intelligence Unit (FIU) in writing; in this connection responsibility for 
submitting reports shall lie with the member  appointed at executive 
level to ensure compliance with the Act. Likewise the supervisory author-
ities and all offices of the National Administration are subject to the ob-
ligation to report to the FIU. The Government shall specify the procedure 
for submitting reports, by ordinance. 

2) Lawyers, law firms and legal agents as well as auditors, auditing 
companies, and audit offices under special legislation shall not be re-
quired to report to the FIU if they have received the information con-
cerned: 96 

 

92 Art. 16a inserted by LGBl. 2017 no. 161. 

93 Art. 16a (1) Introductory sentence amended by LGBl. 2018 no. 317. 

94 Heading before Art. 17 amended by LGBl. 2016 no. 33. 

95 Art. 17 amended by LGBl. 2017 no. 161. 

96 Art. 17 (2) amended by LGBl. 2019 no. 17.
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a) from or on a client when they are endeavouring to ascertain the legal 
position on behalf of their client; or 

b) in their capacity as defence counsel or representative of that client, 
in or concerning judicial proceedings, including advice on instituting 
or avoiding proceedings, whether such information is received before, 
during, or after such proceedings. 

Art. 1897 

Execution of transactions 

1) Persons subject to due diligence may not execute transactions in 
respect of which there is an obligation to report suspicions in accordance 
with Art. 17 (1), until such a report has been submitted. If an advance no-
tification regarding such transactions is not possible or it would frustrate 
efforts to pursue a person suspected of being involved in money launder-
ing, predicate offences of money laundering, organised crime, or terrorist 
financing, the report referred to in Art. 17 (1) may exceptionally be sub-
mitted immediately after the transaction has been executed. The right to 
take legal action is reserved.98 

2) The persons subject to due diligence shall execute customer orders 
that involve significant assets in a form that enables the transaction re-
ferred to in (1) to be tracked. The FIU may approve exemptions to this 
process 

3) Irrespective of any suspicious transaction reports submitted, the 
FIU may suspend the execution of a current transaction that might be con-
nected with money laundering, predicate offences to money laundering, 
organised crime or terrorist financing for a maximum period of two work-
ing days. The reasons for such a measure must be stated, provided that 
this does not jeopardise ongoing investigations or analyses in Liechten-
stein or abroad or violate current agreements concerning cooperation ar-
rangements with foreign authorities. During the period of the prescribed 
measure the FIU may analyse the transaction, examine the reasons for 
suspicion and subsequently forward the results of the analysis to the pros-
ecution authorities.99 

4) The FIU is authorised to order a measure as referred to in (3) at the 
request of an FIU of another EEA Member State.100 

 

97 Art. 18 amended by LGBl. 2016 no. 33. 

98 Art. 18 (1) amended by LGBl. 2017 no. 161. 

99 Art. 18 (3) inserted by LGBl. 2017 no. 161. 

100 Art. 18 (4) inserted by LGBl. 2017 no. 161. 
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Art. 18a101 

Freezing assets in the event of suspicion of terrorist financing 

If the suspicious transaction report has been submitted due to indica-
tions of terrorist financing, the persons subject to due diligence shall freeze 
assets until an order is received from the competent prosecution authori-
ties, but for no longer than a period of ten working days from receipt of 
the report pursuant to Art. 17 (1) by the FIU. 

Art. 18b102 

Ban on disclosure 

1) The persons subject to due diligence, as well as their executive bod-
ies and employees, may not inform the contracting party, the beneficial 
owner, or third parties, with the exception of the supervisory authorities 
or the competent prosecution authorities, that they: 

a) are submitting, have submitted or intend to submit a report to the FIU 
pursuant to Art. 17 (1); or 

b) have received instructions from the FIU pursuant to Art. 18 (3). 

2) The supervisory authorities and the official bodies that have sub-
mitted a report in accordance with Art. 17 (1) shall also be subject to the 
ban on disclosure referred to in (1). 

3) The prohibition set out in (1) shall not apply to the provision of 
information between: 

a) persons subject to due diligence as referred to in Art. 3 (1) a) to i) 
or between these institutions and their branches and subsidiary un-
dertakings in which they have a majority holding in a Member State or 
in third countries, provided that these branches and subsidiary under-
takings adhere to the strategies and procedures applying throughout 
the group as referred to in Art. 16 without restriction and the strate-
gies and procedures applying throughout the group meet the require-
ments of Directive (EU) 2015/849. The FIU may order a ban on disclo-
sure as referred to in (1) in individual cases; 

b) persons subject to due diligence as referred to in Art. 3 (1) m) and 
n) or institutions from third countries, in which requirements equiva-
lent to those of Directive (EU) 2015/849 apply, provided they carry 
out their professional activity, whether as an employee or not, within 

 

101 Art. 18a inserted by LGBl. 2016 no. 33. 

102 Art. 18b amended by LGBl. 2017 no. 161. 
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the same legal person or in a comprehensive structure to which the 
person belongs and which has common owners, or joint management, 
or have joint control with regard to compliance with the re le va nt 
provisions; 

c) persons subject to due diligence as referred to in Art. 3 (1) a) to i) 
and m) and n) in cases referring to the same client and the same trans-
action and in which two or more persons subject to due diligence are 
involved, provided these are persons subject to due diligence from an 
EEA Member State or institutions in a third country, in which require-
ments equivalent to those of Directive (EU) 2015/849 apply and pro-
vided they belong to the same professional category and are subject to 
obligations with reference to professional confidentiality and protec-
tion of personal data. 103 

4) Persons subject to due diligence as referred to in Art. 3 (1) m) 
and n), who endeavour to prevent a client from committing an illegal act 
are not in breach of the ban on disclosure referred to in (1). 

Art. 19104 

Exclusion of criminal and civil liability 

1) The persons subject to due diligence, the supervisory authorities 
and the offices of the National Administration and their executive bodies 
and employees, who submit a report to the FIU pursuant to Art. 17 (1) 
shall be released from any civil and criminal liability, if this report should 
prove to be unjustified, provided that they did not act deliberately. 

2) The following are also exempt from any civil liability: 

a) any person who does not execute a transaction as referred to in Art. 
18 or Art. 18a, in spite of the fact that the contractual partner in respect 
of that transaction expressly requests that the transaction be exe-
cuted; or 

b) any person who refrains from opening a business relationship, refuses 
to carry out the requested transaction or discontinues the existing 
business relationship pursuant to Art. 5 (3). 

 

103 Art. 18b (3) c) amended by LGBl. 2017 no. 336. 

104 Art. 19 amended by LGBl. 2017 no. 161. 
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IIIa. Disclosure of information for analytical and 
statistical purposes 105 

Art. 19a106 

Basic principle 

1) In the performance of its duties under Art. 4 of the FIU Act, the Fi-
nancial Intelligence Unit may require persons subject to due diligence to 
provide information for analytical purposes, insofar as the information re-
ferred to in Art. 20 has been documented. The disclosure request from the 
FIU shall take precedence over all obligations of confidentiality recog-
nised by the Government. This shall not include information that a lawyer 
has received from or about a party, if he is assessing the legal position for 
that party or is defending or representing him in connection with or in 
court proceedings. 

2) In the performance of its duties under Art. 5 of the FIU Act, the Fi-
nancial Intelligence Unit may for statistical purposes require persons sub-
ject to due diligence to provide non-personal data concerning business re-
lationships. Statutory provisions on the protection of confidentiality are 
reserved. 

3) The Financial Intelligence Unit may set an appropriate time limit for 
the provision of information. It may extend the time limit if warranted by 
the circumstances. 

4) The ban on disclosure pursuant to Art. 18b and the exclusion of 
criminal and civil liability pursuant to Art. 19 shall apply mutatis mutan-
dis. 

IV. Documentation, Data Protection and Internal 
Organisation107 

Art. 20108 

Documentation requirement 

1) The persons subject to due diligence shall keep a record of compli-
ance with the duties of due diligence (Art. 5 to 16) and the reporting obli-
gation (Art. 17) as provided in this Act. They shall establish and maintain 
due diligence files for this purpose. Client-related documents, business 
correspondence and vouchers are to be retained for ten years from the 
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end of the business relationship and/or from execution of an occasional 
transaction, whereas transaction-related documents, business corre-
spondence and vouchers shall be retained for ten years from conclusion 
of the transaction and/or from their issue. The Government may provide 
more specific regulations by Ordinance. 

2) In cases of simplified due diligence (Art. 10) the persons subject to 
due diligence must record the reason for its application in the due dili-
gence files. 

Art. 20a109 

Data protection 

1) Unless statutory regulations provide otherwise, persons subject to 
due diligence are permitted to process personal data on the basis of this 
Act, including particular categories of personal data and personal data 
concerning criminal convictions and offences, exclusively for the purpose 
of preventing money laundering, organised crime and financing of terror-
ism as defined in Art. 1 and may not further process such data in a way 
that is incompatible with this Act. The processing of such data on the basis 
of this Act for other purposes, for example for commercial purposes, is 
prohibited.110 

2) Repealed111 

3) The provisions of data protection law shall apply to the obligation 
to provide information and communicate a data breach under Art. 13, 14 
and 34 of Regulation (EU) 2016/679 and the right of access to information 
under Art. 15 of Regulation (EU) 2016/679, provided they are not con-
trary to any statutory regulations on confidentiality. Art. 18b shall take 
precedence over the obligation to provide information and communicate 
a data breach and the right to receive information.112 

4) Persons subject to due diligence shall be obliged to delete personal 
data ten years from the end of the business relationship or from execution 
of the occasional transaction. Specific statutory time limits are reserved. 

 

105 Heading before Art. 19a inserted by LGBl. 2016 no. 33. 

106 Art. 19a inserted by LGBl. 2016 no. 33. 

107 Heading before Art. 20 amended by LGBl. 2017 no. 161. 

108 Art. 20 amended by LGBl. 2017 no. 161. 

109 Art. 20a inserted by LGBl. 2017 no. 161. 

110 Art. 20a (1) amended by LGBl. 2018 no. 317. 

111 Art. 20a (2) repealed by LGBl. 2018 no. 317. 

112 Art. 20a (3) amended by LGBl. 2018 no. 317. 
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5) Repealed113 

Art. 21 

Internal organisation 

1) The persons subject to due diligence shall take the necessary organ-
isational measures and provide appropriate internal instruments of con-
trol and monitoring. They shall in particular issue internal instructions, 
arrange secure storage of the due diligence files, and arrange for training 
and development of their staff. 

2) As appropriate to the circumstances and the individual risks, the 
internal organisation shall be structured according to the type and size of 
the enterprise as well as according to the number, type, and complexity 
of the business relationships. The effective fulfilment of the internal 
functions and due diligence requirements must be guaranteed at all 
times.114 

3) Repealed115 

4) The Government shall provide further details by ordinance. 

Art. 22 

Internal functions 

1) The persons subject to due diligence shall appoint a contact person 
for the c o m p e t e n t  s u p e r v i s o r y  a u t h o r i t y  as well as persons 
or specialist units for the internal functions of compliance officers and 
investigating officers. They shall also appoint a member of the executive 
body to be responsible for ensuring compliance with this Act and the or-
dinances issued in association with it. 116 

2) Substitution shall be guaranteed at all times. 

3) One person or a specialist unit, if applicable, may perform several 
functions, provided that the implementation of this Act is assured. The in-

 

113 Art. 20a (5) repealed by LGBl. 2018 no. 317. 

114 Art. 21 (2) amended by LGBl. 2017 no. 161. 

115 Art. 21 (3) repealed by LGBl. 2017 no. 161. 

116 Art. 22 (1) amended by LGBl. 2017 no. 161. 
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vestigating officer and compliance officer functions may also be per-
formed by persons appointed at executive level, provided the implemen-
tation of this Act is assured.117 

4) The Government shall provide further details by ordinance. 

V. Oversight 

A. Supervisory authorities118 

Art. 23119 

Responsibilities 

1) Responsibility for oversight and for the execution of this Act and the 
implementation of Regulation (EU) 2015/847 shall reside with: 

a) the FMA with regard to persons subject to due diligence pursuant to 
Art. 3 (1) a) to l) and n) to t);120 

b) the Liechtenstein Bar Association with reference to persons subject to 
due diligence referred to in Art. 3 (1) m). 

2) The supervisory authorities shall take the measures required in or-
der to ensure compliance with this Act and the implementation of Regula-
tion (EU) 2015/847, subject to the authority of the FIU. 

Art. 23a121 

Risk-based supervision 

1) The supervisory authorities shall adopt a risk-based approach to 
enable them to perform their supervision in accordance with this Act. In 
order to achieve this they need to obtain a clear understanding of the risks 
prevailing in Liechtenstein in respect of money laundering, organised 
crime and terrorist financing. 

 

117 Art. 22 (3) amended by LGBl. 2017 no. 161. 

118 Heading before Art. 23 amended by LGBl. 2017 no. 161. 

119 Art. 23 amended by LGBl. 2017 no. 161. 

120 Art. 23 (1) a) amended by LGBl. 2019 no. 302. 

121 Art. 23a inserted by LGBl. 2017 no. 161. 
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2) The supervisory authorities shall draw up a risk profile for every 
person subject to due diligence. This risk profile must take into account 
the following specific criteria in respect of the person subject to due dili-
gence: 

a) the nature, size, complexity and predisposition to risk of the business; 

b) the arrangements for risk-appropriate monitoring as referred to in 
Art. 9; 

c) the internal risk assessment as referred to in Art. 9a; 

d) the internal organisational arrangements as referred to in Art. 21 and 
22; and 

e) the results of previous inspections as referred to in Art. 24 and 25. 

3) Provided that the risks in a particular sector are classified as minor 
or moderate in the national risk analysis referred to in Art. 29b, the super-
visory authorities may take the decision not to draw up an individual risk 
profile and opt for a sector profile instead. 

4) The frequency and depth of the ordinary inspections shall be gov-
erned both by the risk profile of the person subject to due diligence as re-
ferred to in (2) and the results of the national risk analysis referred to in 
Art. 29b. 

5) The Government shall establish more specific rules by ordinance. 

B. Inspections 

Art. 24 

Ordinary inspections 

1) The supervisory authorities shall carry out ordinary inspections on 
a regular basis in the form of spot-checks on the compliance with the pro-
visions of this Act, or they shall order such inspections to be conducted.122 

2) Repealed123 

3) The inspections shall encompass both formal inspection of compli-
ance with the documentation obligation as well as material checks re-
garding the plausibility of the due diligence measures taken. In the course 

 

122 Art. 24 (1) amended by LGBl. 2017 no. 161. 

123 Art. 24 (2) repealed by LGBl. 2017 no. 161. 
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of their inspections, the supervisory authorities shall adequately verify 
that the persons subject to due diligence are employing a risk-based ap-
proach. They shall in particular assess the adequacy of the following:124 

a) the risk assessment of the person subject to due diligence as referred 
to in Art. 9a (1); and 

b) the adequacy and implementation of the internal controls and super-
visory measures referred to in Art. 9a (5). 

4) A report is to be produced on the results of each inspection. 

5) If the persons subject to due diligence have an audit office subject 
to special legislation at their disposal, their compliance with the provi-
sions of this Act shall as a rule be verified at the request of the supervisory 
authority or by the supervisory authority itself.125 

6) All other persons subject to due diligence shall be inspected for 
the verification of compliance with the provisions of this Act, by the 
supervisory authorities, or at the request of the supervisory authorities by 
auditors or auditing companies. The aforementioned persons subject to 
due diligence may submit two proposals for auditors or auditing com-
panies to the supervisory authorities, indicating which they prefer. The 
supervisory authorities may take the proposals of the persons subject to 
due diligence into account in the selection process. The supervisory author-
ities may restrict the selection of auditors or auditing companies for in-
dividual categories of persons subject to due diligence, insofar as special 
expertise is required.126 

7) The records and data of the inspections must be processed and 
stored exclusively in Liechtenstein. 

8) The findings obtained in the course of the inspections may be used 
for the sole purpose of combating money laundering, predicate offences 
of money laundering, organised crime, and terrorist financing. This pro-
vision is without prejudice to Art. 34. 

9) The costs of ordinary inspection p r o ce d u r e s  as well as the 
associated administrative costs within the meaning of this Act shall be 
borne by the inspected persons subject to due diligence. The costs of man-
dated third parties shall be based on the applicable fee schedule cus-
tomary for the sector and must be proportionate to the purpose of the 
inspections.127 

 

124 Art. 24 (3) amended by LGBl. 2017 no. 161. 

125 Art. 24 (5) amended by LGBl. 2017 no. 161. 

126 Art. 24 (6) amended by LGBl. 2019 no. 17. 

127 Art. 24 (9) amended by LGBl. 2011 no. 45. 
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10) The Government shall provide further details by ordinance, in par-
ticular concerning the procedure for conducting inspections. 

Art. 25128 

Extraordinary inspections 

1) Subject to paragraphs (2) and (3), the provisions set out in Art. 24 
shall apply mutatis mutandis to extraordinary inspections (Art 28 (1) c)). 

2) If the supervisory authority instructs third parties to carry out an ex-
traordinary inspection, these third parties must submit a budget to the 
supervisory authority for approval before commencing the procedure. 
The costs of mandated third parties shall be based on the applicable 
fee schedule customary for the sector and must be proportionate to the 
purpose of the extraordinary inspection.129 

3) If the investigation detects a violation of supervisory provisions, 
the costs of the extraordinary inspections shall be charged to the in-
spected persons subject to due diligence. The costs shall be borne by the 
State in all other cases. 

C. Mandated auditors, auditing companies, and audit offices 
subject to special legislation130 

Art. 26 

Conditions  

1) Unless the inspections are carried out by the supervisory authority 
itself, the mandate for the inspections may only be given to auditors, au-
diting companies, and audit offices subject to special legislation that:131 

a) hold a licence under the Law on Auditors and Auditing Companies132 
or a licence as an audit office under special legislation; 

b) are independent from the persons subject to due diligence to be au-
dited; and 

 

128 Art. 25 amended by LGBl. 2011 no. 45. 

129 Art. 25 (2) amended by LGBl. 2017 no. 161. 

130 Heading before Art. 26 amended by LGBl. 2019 no. 17. 

131 Art. 26 (1) amended by LGBl. 2019 no. 17. 

132 Correction: The correct name is: "Auditors Act" (2019 no. 17).
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c) provide proof of regular participation in external training and de-
velopment. 

2) The Government shall provide details concerning the preconditions 
set out in (1) by ordinance. 

Art. 27 

Obligations 

1) By accepting the mandate, the auditor, auditing company, or audit 
office subject to special legislation commit themselves to133 

a) comply with the basic principles governing inspection procedures 
and the conducting of inspections established by the supervisory au-
thority and to supply the supervisory authority with all working docu-
ments drawn up in the course of inspections, on request, for quality 
control purposes;134 

b) report to the supervisory authority on their inspection activities. No 
significant facts may be withheld in the report. The information given 
in the report must be true;135 

c) maintain confidentiality in respect of the findings of their inspec-
tions. They shall be subject to official secrecy in the performance of 
their activities pursuant to this Act. This provision is without preju-
dice to b) and e) and Art. 28 (4);136 

d) process and store the records and data of the inspections exclusively 
in Liechtenstein; and 

e) provide all information to the supervisory authorities and communi-
cate all records and copies that they will require to perform their over-
sight functions in accordance with this Act, on request.137 

2) The supervisory authority shall set out more specific instructions 
concerning the minimum content of the inspection reports and the per-
formance of inspections.138 

 

133 Art. 27 (1) introductory sentence amended by LGBl. 2019 no. 17. 

134 Art. 27 (1) a) amended by LGBl. 2017 Nr. 161. 

135 Art. 27 (1) b) amended by LGBl. 2017 no. 161. 

136 Art. 27 (1) c) amended by LGBl. 2013 no. 424. 

137 Art. 27 (1) e) amended by LGBl. 2017 no. 161. 

138 Art. 27 (2) inserted by LGBl. 2017 no. 161. 



SPG 952.1 

37 

D. Measures 

Art. 28 

Supervisory measures 

1) The supervisory authority shall take the necessary measures in the 
course of its supervision of the persons subject to due diligence. It may in 
particular:139 

a) issue orders, guidelines, and recommendations; 

b) conduct ordinary inspections within the meaning of Art. 24 or order 
them to be conducted; 

c) conduct extraordinary inspections or order them to be conducted if 
there are reasons to doubt that the due diligence requirements are 
being met or if circumstances exist that appear to endanger the repu-
tation of the financial centre; 

d) prohibit the commencement of new business relationships for a lim-
ited period of time in the event of repeated, systematic or serious vi-
olations of individual provisions of this Act or Regulation (EU) 
2015/847 and to prevent further violations;140 

e) request the competent authority to undertake appropriate discipli-
nary measures. The disciplinary authority shall periodically update 
the supervisory authority on the status of the ongoing proceedings;141 

f) order the discontinuation of a practice that violates the provisions of 
this Act or Regulation (EU) 2015/847;142 

g) publicly disclose decisions in accordance with Art. 31b in the event of 
repeated, systematic or serious violations of individual provisions of 
this Act or Regulation (EU) 2015/847;143 

h) temporarily prohibit the performance of the activity it has authorised 
under special legislation in the event of repeated, systematic or seri-
ous violations of individual provisions of this Act or Regulation (EU) 
2015/847;144 

 

139 Art. 28 (1) introductory sentence amended by LGBl. 2017 no. 161. 

140 Art. 28 (1) d) amended by LGBl. 2017 no. 161. 

141 Art. 28 (1) e) amended by LGBl. 2017 no. 161. 

142 Art. 28 (1) f) inserted by LGBl. 2017 no. 161. 

143 Art. 28 (1) g) inserted by LGBl. 2017 no. 161. 

144 Art. 28 (1) h) inserted by LGBl. 2017 no. 161. 
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i) withdraw the authorisation it has granted under special legislation in 
the event of repeated, systematic or serious violations of individual 
provisions of this Act or Regulation (EU) 2015/847;145 

k) in the event of repeated, systematic or serious violations of individual 
provisions of this Act or Regulation (EU) 2015/847 temporarily pro-
hibit members of the executive body and other natural persons, who 
pursuant to Art. 33 (1) can be held responsible for the violation, from 
performing the executive functions it has authorised or taking up such 
functions yet to be authorised.146 

1a) If the supervisory authority receives information about violations 
of this Act, the ordinances issued in association with it or Regulation (EU) 
2015/847, it shall take the necessary measures to restore the lawful state 
of affairs.147 

1b) If there is reason to assume that activities specified in Art. 3 (1) are 
being conducted without an authorisation under special legislation or 
without a notification as referred to in Art. 3 (3), the supervisory authority 
may request information and records from the persons concerned, as well 
as third parties, in the same way as from persons subject to the provisions 
of this Act.148 

2) The supervisory authorities shall inform the persons subject to due 
diligence about their measures and procedures.149 

3) The supervisory authorities may issue guidelines interpreting the 
provisions of this Act and the implementing ordinances as appropriate to 
each industry sector.150 

4) The persons subject to due diligence shall provide all information 
to the supervisory authorities on request and communicate all records 
and copies to the supervisory authorities that they will require to perform 
their oversight functions in accordance with this Act. This obligation shall 
take precedence over all obligations of confidentiality recognised by the 
Government. Art. 17 (2) shall apply mutatis mutandis.151 

 

145 Art. 28 (1) i) inserted by LGBl. 2017 no. 161. 

146 Art. 28 (1) k) inserted by LGBl. 2017 no. 161. 

147 Art. 28 (1a) inserted by LGBl. 2017 no. 161. 

148 Art. 28 (1b) inserted by LGBl. 2017 no. 161. 

149 Art. 28 (2) amended by LGBl. 2017 no. 161. 

150 Art. 28 (3) amended by LGBl. 2017 no. 161. 

151 Art. 28 (4) amended by LGBl. 2017 no. 161. 
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Dbis. Notifications152 

Art. 28a153 

Reporting of unlawful acts 

1) The FMA shall establish an effective, reliable reporting system by 
means of which potential or actual violations of the provisions of this Act 
and the ordinances issued in association with it, Regulation (EU) 
2015/847 or other laws that serve to prevent money laundering, organ-
ised crime and terrorist financing, can be reported via a publicly accessi-
ble, secure reporting channel. 

2) The reporting system shall comprise as a minimum: 

a) special procedures for receiving reports of violations referred to in (1) 
and their follow-up; 

b) appropriate arrangements to protect employees of persons subject to 
due diligence who report violations committed internally within that 
entity as referred to in (1) from retaliatory measures, discrimination 
and other forms of unfair treatment, at the very least; 

c) appropriate protection for the accused person; 

d) protection of personal data in accordance with the Data Protection Act, 
both for the person reporting the violations and the person who is al-
leged to be responsible for the violations referred to in (1);154 

e) clear rules that guarantee that confidentiality will be assured in all 
cases with reference to the reporting person, unless a disclosure of the 
information is necessary in connection with a prosecution, judicial pro-
ceedings or proceedings under administrative law. 

3) Persons subject to due diligence having 100 employees or more 
who are involved with business relationships, must have appropriate pro-
cedures in place through which their employees can report violations as 
referred to in (1) internally via a special independent and anonymous 
channel. 

4) A report made by employees of persons subject to due diligence is not 
to be considered as a violation of a contractual or statutory obligation of 
confidentiality and will not render that person liable in that regard, unless 

 

152 Heading before Art. 28a inserted by LGBl. 2017 no. 161. 

153 Art. 28a inserted by LGBl. 2017 no. 161. 

154 Art. 28a (2) d) amended by LGBl. 2018 no. 317. 
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another person is deliberately disadvantaged by that report without 
proper cause. 

5) Where such matters do not fall within the remit of the FMA, it shall 
forward reports as referred to in (1) to the competent authorities. 

6) The Government may establish more specific relations by ordi-
nance. 

E. Legal remedies 

Art. 29 

Administrative appeal 

1) Decisions and orders by the FMA may be appealed to the FMA 
Complaints Commission within 14 days from service. 

2) Decisions and orders by the FMA Complaints Commission or the 
Managing Board of the Bar Association may be appealed to the Adminis-
trative Court within 14 days from service.155 

Va. National Risk Assessment156 

Art. 29a157 

Basic principle 

1) The authorities responsible for the drafting of the national risk as-
sessment, in particular the Public Prosecution Service, the FMA, the FIU, 
the National Police and other authorities engaged in the prevention of 
money laundering, organised crime and terrorist financing, shall take ap-
propriate measures to identify, assess, understand and reduce the risks of 
money laundering and terrorist financing existing in this connection. The 
risk assessment must be updated at regular intervals. 

 

155 Art. 29 (2) amended by LGBl. 2017 no. 161. 

156 Heading before Art. 29a inserted by LGBl. 2017 no. 161. 

157 Art. 29a inserted by LGBl. 2017 no. 161. 
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2) The results of the risk assessment carried out by the European Com-
mission for the Single Market must be taken into consideration in the 
drafting of the national risk assessment. 

Art. 29b158 

Purpose 

1) The purpose of the national risk assessment is to improve the sys-
tem for the prevention of money laundering and terrorist financing, in 
particular in any areas in which the persons subject to due diligence are 
bound to apply enhanced due diligence, to identify and if applicable an-
nounce measures. 

2) Where applicable it will identify sectors or areas with a lower or 
higher risk of money laundering and terrorist financing. 

3) It will form the basis for the allocation and prioritisation of re-
sources for the prevention of money laundering and terrorist financing 
and for ensuring that appropriate regulations are put in place to address 
the risks of money laundering and terrorist financing for every individual 
sector or area. 

Art. 29c159 

Information for the persons subject to due diligence 

The supervisory authorities and the FIU shall immediately provide the 
persons subject to due diligence with appropriate information to assist 
them in their own assessment of the risk of money laundering and terror-
ist financing. 

Art. 29d160 

Duties of the supervisory authorities 

1) In the performance of its supervision the supervisory authority 
shall collect the non-personal information and data from the persons sub-
ject to due diligence that is required for the production of the national risk 
analysis. 

 

158 Art. 29b inserted by LGBl. 2017 no. 161. 

159 Art. 29c inserted by LGBl. 2017 no. 161. 

160 Art. 29d inserted by LGBl. 2017 no. 161. 
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2) The supervisory authority will also use the data that is already 
available, obtained in the course of prudential oversight and the supervi-
sion in accordance with this Act, that is relevant to the production of the 
national risk analysis pursuant to Art. 29b. 

3) Where necessary, the supervisory authority will also make the rel-
evant information and data referred to in (1) and (2) available to the other 
authorities referred to in Art. 29a (1) for the purposes of drawing up the 
national risk analysis pursuant to Art. 29b. 

VI. Penal provisions, administrative measures, 
measures in business transactions and administrative 

assistance 

A. Penal provisions 

Art. 30 

Offences and infringements161 

1) The Princely Court of Justice shall impose a custodial sentence of up 
to six months or a fine of up to 360 daily units for an offence on any person 
who wilfully:162 

a) violates the reporting obligation referred to in Art. 17 (1) line 1; 

b) carries out transactions contrary to Art. 18; 

c) violates to obligation to freeze assets pursuant to Art. 18a; 

d) violates the ban on disclosure specified in Art. 18b (1). 

2) Repealed163 

2a) The Princely Court of Justice shall impose fines of up to 100 000 
Francs for an infringement on any person who in breach of their obliga-
tion to the FIU fails to provide the information referred to in Art. 19a (1) 
or provides untrue information or withholds significant facts in this con-
nection.164 

 

161 Art. 30 subject heading amended by LGBl. 2016 no. 33. 

162 Art. 30 (1) amended by LGBl. 2017 no. 161. 

163 Art. 30 (2) repealed by LGBl. 2017 no. 161. 

164 Art. 30 (2a) inserted by LGBl. 2016 no. 33. 
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2b) The Princely Court of Justice shall impose fines of up to 10 000 
Francs for an infringement on any person who refuses to provide the FIU 
with the reports and information referred to in Art. 19a (2).165 

3) The limitation period shall be three years.166 

4) The liability of legal persons for offences and infringements shall be 
governed by §§ 74a et seq. StGB (Criminal Code).167 

Art. 31 

Administrative Offences168 

1) The supervisory authority shall impose fines of up to 200 000 
Francs for an administrative offence on any person who wilfully:169 

a) refuses to give information or makes incorrect statements to the su-
pervisory authority, an auditor, an auditing company, or an audit office 
subject to special legislation, or withholds significant facts from 
them;170 

abis) fails to make periodic reports, submits reports that do not comply 
with the provisions, are incomplete or submits the reports late;171 

b) fails to comply with an order to restore the lawful state of affairs or any 
other order issued by the supervisory authorities in their enforcement 
of this Act;172 

c) fails to identify or verify the identity of the contracting party in accord-
ance with Art. 6 or fails to repeat the process;173 

d) fails to identify or verify the identity of the beneficial owner pursuant 
to Art. 7 or fails to repeat the process or fails to meet the additional 
obligations referred to in Art. 7a and 7b;174 

e) fails to establish and update the profile of the business relationship 
in accordance with Art. 8;175 

 

165 Art. 30 (2b) inserted by LGBl. 2016 no. 33. 

166 Art. 30 (3) inserted by LGBl. 2013 no. 39. 

167 Art. 30 (4) inserted by LGBl. 2017 no. 161. 

168 Art. 31 subject heading amended by LGBl. 2016 no. 33. 

169 Art. 31 (1) introductory sentence amended by LGBl. 2017 no. 161. 

170 Art. 31 (1) a) amended by LGBl. 2019 no. 17. 

171 Art. 31 (1) abis) inserted by LGBl. 2017 no. 161. 

172 Art. 31 (1) b) amended by LGBl. 2017 no. 161. 

173 Art. 31 (1) c) amended by LGBl. 2017 no. 161. 

174 Art. 31 (1) d) amended by LGBl. 2017 no. 161. 

175 Art. 31 (1) e) inserted by LGBl. 2013 no. 39. 
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f) fails to carry out risk-appropriate monitoring of a business relation-
ship in accordance with Art. 9;176 

fbis)  fails to carry out the risk assessment referred to in Art. 9a, fails to con-
duct an assessment in accordance with the regulations, conducts an 
incomplete assessment or fails to complete it within the required time, 
or fails to employ  computerised systems as referred to in Art. 9b, fails 
to employ them in compliance with the regulations, fails to make full 
use of them or fails to employ them in good time;177 

fter) applies simplified due diligence contrary to Art. 10;178 

g) fails to meet the enhanced due diligence obligations in accordance 
with Art. 11;179 

h) maintains a prohibited business relationship in violation of Art. 13 
(1), (3) and (4) or fails to take appropriate measures in accordance 
with Art. 13 (2);180 

i) delegates the fulfilment of due diligence obligations to third parties 
in violation of Art. 14 (1) to (3) or outsources it in violation of Art. 
14 (4);181 

ibis) fails to meet the obligations referred to in Art. 15 (3);182 

k) fails to ensure global application of due diligence standards in accord-
ance with Art. 16;183 

l) fails to establish or maintain due diligence files in accordance with Art. 
20;184 

m) fails to establish internal organisation in accordance with Art. 21;185 

n) fails to establish internal functions in accordance with Art. 22;186 

o) as an auditor, an auditing company, or an audit office subject to spe-
cial legislation, fails to meet the obligations referred to in Art. 27 a) or 
b), specifically makes false statements in its audit report or withholds 
material facts, fails to submit its audit report properly or on time or 

 

176 Art. 31 (1) f) inserted by LGBl. 2013 no. 39. 
177 Art. 31 (1) fbis) amended by LGBl. 2019 no. 302. 

178 Art. 31 (1) fter) inserted by LGBl. 2017 no. 161. 

179 Art. 31 (1) g) inserted by LGBl. 2013 no. 39. 

180 Art. 31 (1) h) inserted by LGBl. 2013 no. 39. 

181 Art. 31 (1) i) inserted by LGBl. 2013 no. 39. 

182 Art. 31 (1) ibis) inserted by LGBl. 2017 no. 161. 

183 Art. 31 (1) k) inserted by LGBl. 2013 no. 39. 

184 Art. 31 (1) l) inserted by LGBl. 2013 no. 39. 

185 Art. 31 (1) m) inserted by LGBl. 2013 no. 39. 

186 Art. 31 (1) n) inserted by LGBl. 2013 no. 39. 
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fails to follow the auditing guidelines established by the supervisory 
authority;187 

p) as an auditor, an auditing company, or an audit office subject to spe-
cial legislation is in breach of the obligation of confidentiality required 
under Art. 27 c);188 

q) as an auditor, an auditing company, or an audit office subject to spe-
cial legislation fails to process and store the records and data con-
cerning inspections in Liechtenstein contrary to Art. 27 d);189 

r) as an auditor, an auditing company, or an audit office subject to spe-
cial legislation fails to meet the obligation to provide information or 
communicate records and copies pursuant to Art. 27 e);190 

s) fails to have the inspection pursuant to Art. 28 (1) b) or c) conducted 
as a whole or with regard to individual aspects of due diligence;191 

sbis) fails to establish an internal reporting system pursuant to Art. 28a 
(3);192 

t) permits outflow of assets contrary to Art. 35 or 35a;193 

u) is in violation of Regulation (EU) 2015/847, in the course of transfers 
of funds, by:194 

1. failing to provide or verify the information concerning the payer 
and payee contrary to Art. 4, 5 or 6; 

2. contrary to Art. 7 (1) and (2) failing to establish effective proce-
dures to detect missing information on the payer or payee, or fail-
ing to implement them properly; 

3. contrary to Art. 7 (3) to (5) failing to verify the accuracy of the in-
formation concerning the payee; 

4. contrary to Art. 8 (1) and (2) failing to establish effective risk-
based procedures for dealing with transfers of funds with missing 
or incomplete information concerning the payer or payee, or fail-
ing to implement them properly; 

 

187 Art. 31 (1) o) amended by LGBl. 2019 no. 17. 

188 Art. 31 (1) p) inserted by LGBl. 2019 no. 17. 

189 Art. 31 (1) q) inserted by LGBl. 2019 no. 17. 

190 Art. 31 (1) r) inserted by LGBl. 2019 no. 17. 

191 Art. 31 (1) s) inserted by LGBl. 2017 no. 161. 

192 Art. 31 (1) sbis) inserted by LGBl. 2017 no. 161. 

193 Art. 31 (1) t) inserted by LGBl. 2017 no. 161. 

194 Art. 31 (1) u) inserted by LGBl. 2017 no. 161. 
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5. contrary to Art. 10 failing to ensure that the information concern-
ing the payer or the payee that accompanies a transfer of funds is 
retained with the transfer;  

6. contrary to Art. 11 (1) and (2) failing to establish effective proce-
dures to detect whether information concerning the payer or the 
payee is missing or failing to implement them properly; 

7. contrary to Art. 12 (1) and (2) failing to establish effective risk-
based procedures for dealing with transfers of funds with missing 
or incomplete information concerning the payer or the payee or 
failing to implement them properly; 

8. contrary to Art. 16 failing to retain the records of the information 
referred to in Art. 4 to 7 concerning the payer and the payee for 
five years. 

2) The supervisory authority shall impose fines of up to 100 000 
Francs for an administrative offence on any person who wilfully fails to 
meet the reporting obligation referred to in Art. 3 (3).195 

3) If an administrative offence as referred to in (1) c) to n) or u) nos. 
1, 4, 6 to 8 is substantially, repeatedly or systematically committed by a 
person subject to due diligence as referred to in Art. 3 (1) a) to i), the fol-
lowing fines shall be imposed:196 

a) for legal persons, up to 5 000 000 Franc or up to 10 % of their total 
annual turnover, based on the last available annual financial state-
ments ratified by the executive body, insofar as this amount exceeds 
5 000 000 Francs; if the person subject to due diligence is a parent 
company or the subsidiary of a parent company that is obliged to draw 
up consolidated annual accounts in accordance with Art. 22 of Di-
rective 2013/34/EU, the relevant annual turnover is the total annual 
turnover or the equivalent income category specified in the relevant 
accounting guidelines, disclosed in the last available consolidated ac-
counts, respectively, approved by the executive body of the ultimate 
parent company at the head of the group; or 

b) for natural persons, up to 5 000 000 Francs. 

4) If an administrative offence as referred to in (1) c) to n) is griev-
ously, repeatedly or systematically committed by a person subject to due 
diligence as referred to in Art. 3 (1) k) to t), the fine shall be:197 198 

 

195 Art. 31 (2) amended by LGBl. 2017 no. 161. 

196 Art. 31 (3) amended by LGBl. 2017 no. 161. 

197 Art. 31 (4) inserted by LGBl. 2017 no. 161. 

198 Art. 31 (4) introductory sentence amended by LGBl. 2019 no. 302. 
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a) up to 1 000 000 Francs; or 

b) up to twice the amount of profits achieved as a result of the adminis-
trative offence, insofar as this figure can be determined and exceeds 
the amount referred to in a). 

5) The supervisory authority shall impose fines as referred to in (3) a) 
or (4) on legal persons if the administrative offences are committed in the 
course of business and in line with the aim of the legal person (predicate 
offences) by natural persons, who either acted alone or as a member of 
the executive body of the legal person and hold a management position 
within the legal person, on the basis of which such persons:199 

a) are empowered to represent the legal person towards third parties; 

b) exercise supervisory powers within the legal person; or 

c) are empowered to make decisions in the name of the legal person. 

6) The supervisory authority shall also impose fines as referred to in 
(3) a) or (4) on legal persons if administrative offences are committed by 
employees of the legal person, even if they are not culpable, and these of-
fences were made possible or considerably facilitated by the fact that the 
persons referred to in (5) omitted to take the necessary and reasonable 
measures to prevent such predicate offences.200 

7) The responsibility of the legal person for the predicate offence and 
the culpability of the persons referred to in (5) and (6) for the same of-
fence are not mutually exclusive. The supervisory authority may refrain 
from imposing a penalty on a natural person, if a fine has already been 
imposed on the legal person for the same offence and there are no partic-
ular circumstances that would make it imperative to impose a penalty.201 

8) No penalty shall be imposed pursuant to (1), (3) and (4) on a person 
who does not personally perform the due diligence pursuant to Art. 5 (1) 
under the provisions of Art. 15 (1) or (2), if that person:202 

a) has appointed a person subject to due diligence to perform the duties 
on the basis of a written agreement; and 

b) checks that the duties are being performed properly. 

9) The limitation period shall be three years.203 

 

199 Art. 31 (5) inserted by LGBl. 2017 no. 161. 

200 Art. 31 (6) inserted by LGBl. 2017 no. 161. 

201 Art. 31 (7) inserted by LGBl. 2017 no. 161. 

202 Art. 31 (8) inserted by LGBl. 2017 no. 161. 

203 Art. 31 (9) inserted by LGBl. 2017 no. 161. 
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Art. 31a204 

Proportionality and efficiency rule 

1) When imposing the penalties referred to in Art. 30 and 31 the Court 
of Justice and the supervisory authorities shall take into consideration: 

a) with reference to the offence in particular: 

1. its severity and duration; 

2. the amount of the profits achieved through the offence or losses 
prevented, insofar as a figure can be determined; 

3. the losses incurred by third parties, insofar as a figure can be de-
termined; 

b) with reference to the persons responsible for the offence in particular: 

1. the degree of culpability; 

2. financing standing; 

3. willingness to cooperate; 

4. previous offences. 

2) In other respects the General Section of the Criminal Code shall ap-
ply mutatis mutandis. 

Art. 31b205 

Publication of decisions 

1) The supervisory authorities shall publish legally binding decisions 
imposing penalties for offences referred to in Art. 31 (3) and 4 and impos-
ing measures as referred to in Art. 28 (1) h) to k) immediately after the 
person concerned has been informed of the penalty and the measure. The 
publication shall contain: 

a) information concerning the nature and character of the offence; and 

b) the name or company name of the natural or legal person on whom 
the sanction has been imposed. 

2) If publication of the identity information referred to in (1) b) were 
to be disproportionate or likely to jeopardise the stability of the financial 
markets or ongoing investigations, the supervisory authority may: 

 

204 Art. 31a inserted by LGBl. 2017 no. 161. 

205 Art. 31b inserted by LGBl. 2017 no. 161. 
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a) elect not to publish the decision until the reasons for not publishing it 
have ceased to apply; 

b) publish the decision in an anonymous form; or 

c) refrain from publishing the decision if the options referred to in a) and 
b) are not deemed sufficient to guarantee that: 

1. the stability of the financial markets will not be jeopardised; 

2. the publication of such decisions would be proportionate in the 
case of penalties or measures that are deemed to be minor. 

3) The supervisory authority may defer publication in accordance with 
(2) b) for a reasonable period of time, if the reasons for anonymous pub-
lication can be expected to become irrelevant within that period. 

4) The supervisory authority shall ensure that the publication of the 
decision is retrievable on its website five years from its publication. In this 
connection the personal data may only continue to be published as long 
as it does not fulfil one of the criteria referred to in (2). 

5) Publication in accordance with (1) is to be ordered by the supervi-
sory authority and shall take place after this order has become legally en-
forceable; this does not apply to publications that have been issued in an 
anonymous form in accordance with (2) b). 

Art. 31c206 

Reporting to the European supervisory authorities 

The FMA shall inform the European supervisory authorities of all le-
gally enforceable penalties pursuant to Art. 31 (3) and measures pursuant 
to Art. 28 (1) g) to k) that have been imposed on persons subject to due 
diligence as referred to in Art. 3 (1) a) to i). Art. 31b (5) shall apply mutatis 
mutandis. 

Art. 32 

Applicability of other criminal law provisions 

The possibility of criminal liability arising from other criminal law 
provisions shall be reserved. 

 

206 Art. 31c inserted by LGBl. 2017 no. 161. 
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Art. 33207 

Responsibility 

1) If the violations are committed in the course of the business opera-
tions of a legal person, the penal provisions shall apply to the members 
of the executive body and other natural persons who acted or should have 
acted on behalf of that legal person, but the legal person shall however be 
jointly and severally liable for financial penalties, fines and costs. 

2) If a financial penalty or fine is imposed on the legal person, the joint 
and several liability of the legal person referred to in (1) shall lapse. 

B. Administrative measures 

Art. 34 

Reservation of additional measures 

The possibility of additional measures against the persons subject to 
due diligence in accordance with applicable special legislation shall be 
reserve. 

C. Measures in business transactions 

Lack of information208 

Art. 35 

a) Business relationships prior to 1 January 2001209 

1) If persons subject to due diligence still maintain accounts or cus-
tody accounts in connection with business relationships which were 
opened before 1 January 2001, and which under the law applicable at the 
time did not require a business profile that included information on the 
beneficial owner, they shall not permit any outflow of assets as long as 
the requisite information and records are not available. 

 

207 Art. 33 amended by LGBl. 2017 no. 161. 

208 Subject heading before Art. 35 inserted by LGBl. 2017 no. 161. 

209 Art. 35 Subject heading amended by LGBl. 2017 no. 161. 
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2) The outflow of assets shall be permissible on an exceptional basis if: 

a) the balance of assets of the business relationship does not exceed 
25,000 Francs; 

b) no suspicion of connection with money laundering, predicate offences 
of money laundering, organised crime, or terrorist financing exists; 

c) the name of the person to whom the assets are to be transferred is 
evident from the due diligence files; 

d) the assets are transferred in a way that allows the authorities to 
trace them; 

e) the business relationship is immediately terminated once the assets 
have been transferred. 

Art. 35a210 

b) Business relationships prior to 1 January 2016 

1) If persons subject to due diligence have not recorded the identifica-
tion of the beneficial owners or effective contributors in business relation-
ships existing prior to 31 December 2015, in accordance with the due dil-
igence legislation applying as at 31 December 2015, by 31 December 
2016, they may not permit any outflow of assets as long as the requisite 
information and records are not available. 

2) If persons subject to due diligence have not repeated the identifica-
tion and verification of the identity of the beneficial owner in business re-
lationships existing prior to 1 January 2016, which are subject to en-
hanced due diligence in accordance with Art. 11, in accordance with the 
due diligence legislation applying as at 1 January 2016, by 31 December 
2018 at the latest, they may not permit any outflow of assets as from 1 
January 2019, as long as the information and records required in accord-
ance with the provisions of this Act are not available. 

3) If persons subject to due diligence have not repeated the identifica-
tion and verification of the identity of the beneficial owner in business re-
lationships existing prior to 1 January 2016, which are not subject to en-
hanced due diligence in accordance with Art. 11, in accordance with the 
due diligence legislation applying as at 1 January 2016, by 31 December 
2020, they may not permit any outflow of assets as from 1 January 2021 
as long as the information and records required in accordance with the 
provisions of this Act are not available. 

 

210 Art. 35a inserted by LGBl. 2017 no. 161. 
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D. Administrative assistance 

Art. 36211 

Cooperation between domestic authorities 

1) The domestic authorities, in particular the courts, the Public Pros-
ecution Service, the FMA, the Liechtenstein Bar Association, the FIU, the 
National Police and other authorities responsible for the prevention of 
money laundering, organised crime, and terrorist financing are required 
to work together in close cooperation, to provide each other with all in-
formation that is necessary for the enforcement of this Act, and to pass on 
personal data, including personal data concerning criminal convictions 
and offences, and documents.212 

2) In proceedings relating to §§ 165, 278 to 278d StGB (Criminal 
Code), the Public Prosecution Service shall inform the supervisory author-
ities and the FIU whenever such proceedings are initiated and discontin-
ued; the courts shall transmit copies of the relevant judgments. In addi-
tion, the persons subject to due diligence that have submitted a report 
pursuant to Art. 17 shall be informed of the outcome of the relevant pro-
ceedings. 

3) Furthermore, the Public Prosecution Service shall inform the su-
pervisory authorities of the initiation and discontinuation of proceedings 
in connection with Art. 30 and the courts shall transmit copies of the rel-
evant judgments. 

Art. 37 

Cooperation with foreign authorities 

1) Unless provided otherwise below or under special legislation, coop-
eration with foreign authorities shall be governed by Art. 26b FMAG.213 

2) The FMA shall transmit all information, as well as personal data, 
including personal data concerning criminal convictions and offences, to 
a requesting competent foreign financial market supervisory authority 
which that authority requires to fulfil its supervisory responsibilities if:214 

 

211 Art. 36 amended by LGBl. 2017 no. 161. 

212 Art. 36 (1) amended by LGBl. 2018 no. 317. 

213 Art. 37 (1) amended by LGBl. 2018 no. 317. 

214 Art. 37 (2) introductory sentence amended by LGBl. 2018 no. 317. 
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a) this is not detrimental to sovereignty, security, public order or other 
significant national interests; 

b) the recipients and the persons employed and mandated by the recip-
ient are subject to a statutory obligation of confidentiality in respect of 
information acquired in the course of their official business and this 
obligation continues to apply after their employment service has 
ended;215 

c) it is guaranteed that the transmitted information will only be used to 
verify compliance with due diligence requirements as referred to in 
this Act; 

d) in the case of information originating from abroad, express consent of 
the authority having transmitted the information has been given and 
it is guaranteed that, should the occasion arise, the information will 
only be disclosed for the purposes to which these authorities have 
consented. 

3) The supervisory authorities may request foreign financial market su-
pervisory authorities to transmit all information, as well as personal data, 
including personal data concerning criminal convictions and offences nec-
essary for the performance of the duties im po se d by  this Act. They 
may forward the information received to competent domestic authorities 
and agencies.216 

4) Information received from foreign authorities may be used by the 
competent domestic authorities for the following purposes only: 

a) to verify compliance with due diligence requirements; 

b) to impose sanctions; 

c) in connection with administrative proceedings concerning the appeal 
of decisions of a competent authority; or 

d) in connection with judicial proceedings. 

5) The supervisory authorities shall work with the competent financial 
market supervisory authorities of an EEA Member State, in which 
branches, agencies, representative offices or subsidiary undertakings of 
the person subject to due diligence are authorised or notified in order to 
ensure effective oversight.217 

6) The competent financial market supervisory authorities of an EEA 
Home State shall have the option of carrying out inspections locally in 

 

215 Art. 37 (2) b) amended by LGBl. 2017 no. 161. 

216 Art. 37 (3) amended by LGBl. 2018 no. 317. 

217 Art. 37 (5) inserted by LGBl. 2017 no. 161. 
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Liechtenstein in the business premises of their branches, agencies, repre-
sentative offices or subsidiary undertakings or having such inspections 
carried out by a person appointed for that purpose. The financial market 
supervisory authority of the EEA Home State shall coordinate an intended 
inspection with the competent supervisory authority beforehand; the 
competent supervisory authority may participate in the inspection. The 
financial market supervisory authority of the EEA Home State may only 
use the results and findings of the inspections and the associated docu-
mentation obtained under the provisions of (2) and (4) in order to fulfil 
its supervisory responsibilities.218 

Art. 37a219 

Cooperation with the European supervisory authorities 

The FMA shall provide the European supervisory authorities with all 
information that they require to perform their duties in accordance with 
Directive (EU) 2015/849. 

E. Data Protection220 

Art. 37b221 

Processing of personal data 

The competent domestic authorities may process personal data, in-
cluding personal data concerning criminal convictions and offences of per-
sons falling within the scope of this Act or give instructions for such data to 
be processed, insofar as this is necessary for the performance of their du-
ties under this Act. 

 

218 Art. 37 (6) inserted by LGBl. 2017 no. 161. 

219 Art. 37a inserted by LGBl. 2017 no. 161. 

220 Heading before Art. 37b inserted by LGBl. 2018 no. 317. 

221 Art. 37b inserted by LGBl. 2018 no. 317. 
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VII. Transitional and final provisions 

Art. 38 

Implementing ordinances 

The Government shall issue the ordinances necessary to implement 
this Act, in particular with regard to: 

a) the definition of beneficial owner (Art. 2 (1) e)) 

b) the definition of politically exposed person (Art. 2 (1) h)); 

c) the thresholds referred to in Art. 4 c) no. 5; 

d) the procedure to be adopted in the event of doubts about the authenticity 
or adequacy of data concerning the identity of the contracting party or 
the beneficial owner (Art. 5 (2) c)); 

e) the procedure for cases in which the information and documents re-
quired to identify and verify the identity of the contracting party and 
the beneficial owner are not fully available upon establishing the 
business relationship (Art. 5 (4)); 

f) the procedure for identifying and verifying the identity of the con-
tracting party as well as the confirmatory nature of documents (Art. 
6 (3)); 

g) the procedure for identifying and verifying the identity of the bene-
ficial owner (Art. 7 (4)); 

h) the establishment of the business profile (Art. 8 (3)); 

i) the form of t he  risk-appropriate monitoring of business relation-
ships as well as the content and scope of investigations (Art. 9 (6)); 

ibis) the establishment of the risk profile (Art. 9a (7));222 

k) the details concerning the simplified due diligence (Art. 10 (4));223 

l) the details concerning enhanced due diligence (Art. 11 (7));224 

m) more specific details concerning implementation of Regulation (EU) 
2015/847;225 

n) the delegation of due diligence (Art. 14 (5)); 

o) the global application of the due diligence standard (Art. 16 (5));226 

 

222 Art. 38 (ibis) inserted by LGBl. 2017 no. 161. 

223 Art. 38 (k) amended by LGBl. 2017 no. 161. 

224 Art. 38 (1) amended by LGBl. 2017 no. 161. 

225 Art. 38 (m) amended by LGBl. 2017 no. 161. 

226 Art. 38 (o) amended by LGBl. 2017 no. 161. 
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p) the procedure for submitting a report (Art. 17 (1)); 

q) details concerning the documentation requirement, internal organi-
sation, and internal functions (Art. 20 (1), Art. 21 (4) and Art. 22 (4)); 

qbis) the establishment of the risk profile of the persons subject to due dil-
igence and the implementation of risk-based supervision (Art. 23a 
(5));227 

r) details and the procedure for conducting inspections (Art. 24 (10)); 

s) details concerning the conditions for appointing auditors, auditing 
companies, and audit offices subject to special legislation (Art. 26 (2)); 

228 

t) the reporting of violations of the law (Art. 28a (6)).229 

Art. 39230 

Repealed 

Art. 40 

Repeal of existing law 

The following are hereby repealed: 

a) Law of 26 November 2004 on Professional Due Diligence in Finan-
cial Transactions (Due Diligence Act, SPG), LGBl. 2005 No. 5; 

b) Law of 25 November 2005 amending the Due Diligence Act, LGBl. 2005 
No. 281; 

c) Law of 17 May 2006 amending the Due Diligence Act, LGBl. 2006 No. 
129; 

d) Law of 24 November 2006 amending the Due Diligence Act, LGBl. 2007 
No. 15; 

e) Law of 20 September 2007 amending the Due Diligence Act, LGBl. 
2007 No. 270. 

 

227 Art. 38 (qbis) inserted by LGBl. 2017 no. 161. 

228 Art. 38 (s) amended by LGBl. 2019 no. 17. 

229 Art. 38 (t) inserted by LGBl. 2017 no. 161. 

230 Art. 39 repealed by LGBl. 2017 no. 161. 



SPG 952.1 

57 

Art. 41 

Entry into force 

Subject to expiration of the referendum period without a referendum 
being called, this Act shall enter into force on 1 March 2009, otherwise 
on the day of its promulgation. 

By proxy for the Prince of Liechtenstein: 

signed Alois 

Hereditary Prince 

signed Otmar Hasler 

Head of the Princely Gov-

ernment 





SPG 952.1 

59 

Annex 1231 

(Art. 9a and 10) 

Factors and possible indicators of a potentially 

lower risk and measures for the application of 

simplified due diligence 

A. Factors and possible indicators of a potentially lower risk 

The following in particular are appropriate for consideration as fac-
tors and possible indicators of a potentially lower risk as defined in 
Art. 9a and 10: 

a)  Customer risk factors: 

1. public companies listed on a stock exchange and subject to dis-
closure requirements (either through stock exchange rules, or by 
law, or through enforceable instruments), which impose re-
quirements to guarantee adequate transparency in respect of 
the beneficial owners; 

2. public administrations or enterprises; 

3. beneficial owners domiciled in lower risk geographical areas as 
set out in c); 

4. minor value assets and limited scope of transactions executed; 

5. obvious commercial purpose of a business relationship; 

6. long-standing business relationship; 

b) Product, service, transaction or distribution channel risk factors: 

1. life insurance policies for which the premium is low; 

2. whole life risk insurance policies without a surrender value; 

3. insurance policies for pension schemes if there is no early sur-
render option and the policy cannot be used as collateral; 

 

231 Annex 1 inserted by LGBl. 2017 no. 161. 
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4. pension schemes or plans, or similar systems that provide retire-
ment benefits to employees, where contributions are made by 
way of deduction from wages and the scheme rules do not per-
mit the assignment of a beneficiary's rights; 

5. financial products or services that provide appropriately de-
fined and limited services to certain types of customers, for the 
purpose of improved access to the financial system (“financial 
inclusion”); 

6. products where the risks of money laundering and terrorist fi-
nancing are managed by other factors such as electronic purse 
limits or transparency of ownership (e.g. certain types of elec-
tronic money); 

c) Geographical risk factors: 

1. EEA Member States; 

2. third countries having well functioning systems for the preven-
tion of money laundering and terrorist financing; 

3. third countries identified by credible sources as having a low 
level of corruption or other criminal activity; 

4. third countries which, on the basis of credible sources such as 
mutual evaluations, detailed assessment reports or published 
follow-up reports, have requirements for the prevention of 
money laundering and terrorist financing consistent with the 
2012 FATF Recommendations and effectively implement those 
requirements; these third countries shall be recorded by the 
FMA in a list. 

B. Measures for the application of simplified due diligence 

The following in particular are worthy of consideration as measures 
for the application of simplified due diligence as defined in Art. 10: 

a) verification of the identity of the contracting party and the beneficial 
owner after commencing the business relationship; 

b) reduction of the level of detail required in the drafting of the busi-
ness profile in accordance with Art. 8 (1); 

c) reduction in the frequency of updates to the business profile in ac-
cordance with Art. 8 (2); 

d) reduction in the depth of the ongoing supervision and the fre-
quency of checking transactions by setting appropriate thresholds. 
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Annex 2232 

(Art. 9a and 11) 

Factors and possible indicators of a potentially 

higher risk and additional measures for the 

application of enhanced due diligence 

A. Factors and possible indicators of a potentially higher risk 

The following in particular are appropriate for consideration as fac-
tors and possible indicators of a potentially higher risk as defined in 
Art. 9a and 11: 

a) Customer risk factors: 

1. unusual circumstances of the business relationship; 

2. beneficial owners, recipients of distributions as referred to in 
Art. 7a or beneficiaries as referred to in Art. 7b, who are resi-
dent in higher risk geographical areas as set out in c); 

3. legal entities that are personal asset-holding vehicles; 

4. companies that have nominee shareholders or shares in bearer 
form; 

5. cash intensive businesses; 

6. given the nature of the company's business, the ownership 
structure of the company appears unusual or excessively com-
plex; 

7. high value assets or high amount of transactions executed; 

8. unclear or dubious purpose of a business relationship; 

9. relatively new business relationship; 

10. qualification of the contracting party, the beneficial owner, the 
distribution recipient as referred to in Art. 7a or the beneficiary 
as referred to in Art. 7b as a former politically exposed person; 

b) Product, service, transaction or distribution channel risk factors: 

1. banks offering private banking services; 

2. products or transactions that might favour anonymity; 

 

232 Annex 2 inserted by LGBl. 2017 no. 161. 
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3. non-face-to-face business relationships or transactions, with-
out certain safeguards, such as electronic signatures; 

4. payments received from unknown or unassociated third par-
ties; 

5. new products and new business models, including new distri-
bution mechanisms, and the use of new or developing technol-
ogies for both new and pre-existing products; 

c) Geographical risk factors: 

1. States with strategic deficiencies and other states identified by 
credible sources, such as mutual evaluations, detailed assess-
ment reports or published follow-up reports, as not having ad-
equate systems for the prevention of money laundering and 
terrorist financing; 

2. third countries identified by credible sources as having signifi-
cant levels of corruption or other criminal activity; 

3. countries that are subject to sanctions, embargos or similar 
measures issued by, for example, the European Union or the 
United Nations; 

4. countries providing funding or support for terrorist activities, 
or that have designated terrorist organisations operating 
within their country. 

B. Additional measures for the application of enhanced due dili-
gence 

The following in particular are worthy of consideration as additional 
measures to deal with higher risk business relationships and transac-
tions as defined in Art. 11: 

a) clarification by means of additional documents, data or infor-
mation with reference to: 

1. the identity of the contracting party and the beneficial owner; 

2. the origin of the assets of the beneficial owner; 

3. the origin of the funds employed in the course of the business 
relationship or transaction; 

4. the intended purpose of funds withdrawn; 

5. the professional and business activity of the contractual part-
ner and the beneficial owner; 

b) obtaining the consent of a member of the executive body before a 
business relationship is commenced or continued; 
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c) obtaining information concerning the commercial purpose of in-
tended transactions or transactions that have been processed; 

d) more frequent updates to the business profile referred to in Art. 8 
(2); 

e) more intensive ongoing supervision and more frequent checking 
of transactions by setting appropriate thresholds and appropriate 
transaction patterns which require closer inspection. 
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Liechtenstein Legal Gazette 
2011 no. 45  issued on 1 February 2011 

 

Law 
of 15 December 2010 

amending the Due Diligence Act 

. . .  

II. 

Transitional provision 

The new law shall apply to the enforcement of reimbursement of costs 
for inspections conducted prior to the entry into force233 of this Act. 

. . .  

 

233 Entered into force: 1 February 2011. 
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Liechtenstein Legal Gazette 
2013 no. 39 issued on 31 January 2013 

 

Law 
of 20 December 2012 

amending the Due Diligence Act 

. . .  

II. 

Transitional provisions 

1) For business relationships existing at the time of entry into force of 
this Act234 the new law shall be applicable with effect for the future as 
from the date of entry into force. 

2) Persons subject to due diligence referred to in Art. 3 (1) v) who have 
already commenced their business prior to entry into force of this Act 
shall notify the FMA that they are conducting their business within three 
months from entry into force of this Act. 

3) The persons subject to due diligence shall modify the internal doc-
uments relevant in connection with this Act, in particular internal in-
structions, guidelines, and forms, within three months of entry into force 
of this Act. 

. . .  

 

234 Entered into force: 1 February 2013. 
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Liechtenstein Legal Gazette 
2017 no. 161 issued on 30 June 2017 

 

Law 
of 4 May 2017 

amending the Due Diligence Act 

 

. . .  

II. 

Transitional provisions 

1) Persons subject to due diligence referred to in Art. 3 (3) a), c) to e) 
and g), who have already commenced their business prior to entry into 
force of this Act235 shall notify the competent supervisory authority that 
they are conducting their business within three months from entry into 
force of this Act. 

2) The persons subject to due diligence shall conduct the risk assess-
ment as referred to Art. 9a, including the associated classification of the 
individual business relationships and transactions by 1 March 2018. 

3) The new law shall apply to persons subject to due diligence as re-
ferred to in Art. 3 (1) c) who were excluded from the scope of the Due 
Diligence Act in accordance with the previous law, as from 1 April 2018. 

4) Persons subject to due diligence referred to in Art. 3 (1) i) who were 
exempt from due diligence obligations under the previous Art. 10 (1) i) 
must perform the duties referred to in Art. 5 (1) b) in connection with Art. 
7 as from 1 April 2018. 

 

235 Entered into force: 1. September 2017. 
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5) Subject to (6) to (9) the new law shall apply to business relation-
ships existing at the time of entry into force of this Act as from 1 June 
2018. 

6) If the identification and verification of the identity of the beneficial 
owner has to be repeated in respect of existing business relationships 
commenced prior to the entry into force of this Act, the persons subject to 
due diligence shall accomplish this in accordance with the new law. 

7) The identification and verification of the identity of the beneficial 
owner in existing business relationships that were commenced prior to 1 
January 2016, and to which enhanced due diligence as referred to in Art. 
11 is applicable must be repeated no later than 31 December 2018, in ac-
cordance with the due diligence legislation applying since 1 January 2016. 

8) The identification and verification of the identity of the beneficial 
owner in existing business relationships that were commenced prior to 1 
January 2016 and to which enhanced due diligence is not applicable pur-
suant to Art. 11, must be repeated no later than 31 December 2020 in ac-
cordance with the due diligence legislation applying since 1 January 2016. 

9) For existing business relationships commenced before the entry into 
force of this Act and to which simplified due diligence as referred to in the 
previous Art. 10 could be applied, the due diligence obligations set out in 
Art. 5 (1) must be met by 31 December 2018 at the latest. 

10) Existing contractual relationships as referred to in Art. 13 (3) 
(bearer savings books, accounts or deposits) shall be dissolved as soon as 
the relevant documents have been presented to the bank or the postal in-
stitution. Outflows of assets are only permitted if the relevant contractual 
relationships are dissolved at the same time. In this connection the bank 
or the postal institution must identify and verify the identity of the holder 
of the relevant document and the beneficial owner as set out in Art. 6 and 
7 before transferring the assets. 

11) The written agreement referred to in Art. 15 (3) b) is to be ob-
tained by persons subject to due diligence who do not personally perform 
the duties referred to in Art. 15 (1) or (2) by 1 September 2018. The cir-
cumstances referred to in Art. 15 (3) b) must be verified as soon as the 
written agreement is available. 

12) The Princely Court of Justice shall remain competent for proceed-
ings that are pending upon the coming into force of this Act. The penal 
provisions amended by this Act shall not be applied in criminal cases in 
which the judgement in the first instance was pronounced before they 
came into force. If such a judgement is however set aside as a result of a 
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properly conducted appeal or another legal remedy, the procedure re-
ferred to in §§ 1 and 61 of the Criminal Code is to be followed. 

13) Until the conclusion of the harmonisation of the Swiss payment 
system to ISO 20022, funds transfers in respect of which all payment ser-
vice providers involved in the payment process have their registered of-
fice in Switzerland or in Liechtenstein, are deemed to be funds transfers as 
defined in Art. 5 of Regulation (EU) 2015/847, insofar as compliance with 
Art. 4 of Regulation (EU) 2015/847 is not possible for technical reasons. 

III. 

Reference to Directive (EU) 2015/849 and Regulation (EU) 
2015/847 

1) If in this Act or the Ordinances issued in association with it, refer-
ence is made to provisions of Directive (EU) 2015/849 of the European 
Parliament and of the Council of 20 May 2015 on the prevention of the use 
of the financial system for the purpose of money laundering and terrorist 
financing, amending Regulation (EU) no. 648/2012 of the European Par-
liament and of the Council and repealing Directive 2005/60/EC of the Eu-
ropean Parliament and of the Council and Commission Directive 
2006/70/EC or to provisions of Regulation (EU) 2015/847 of the Euro-
pean Parliament and of the Council of 20 May 2015 on information accom-
panying transfers of funds and repealing Regulation (EU) no. 1781/2006, 
these shall apply until their incorporation in the EEA Agreement as na-
tional legislation. 

2) The full wording of Directive (EU) 2015/849 and Regulation (EU) 
2015/847 is published in the Official Journal of the European Union at 
http://eur-lex.europa.eu; it can be obtained from the FMA website at 
www.fma-li.li. 

IV. 

Entry into force 

1) Subject to (2) and (3) and subject to expiration of the referendum 
period without a referendum being called, this Act shall enter into force 
on 1 September 2017, otherwise on the day of its promulgation. 

http://eur-lex.europa.eu/
http://www.fma-li.li/
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2) Art. 10, Art. 11 (1), (2) and (7) and Art. 22 (1) line 2 and (3) shall 
enter into force on 1 March 2018. 

3) Art. 16, 20 and 20a shall enter into force on 1 June 2018. 

4) Art. 1 (3) shall enter into force at the same time as the Decision of 
the EEA Joint Committee concerning the adoption of Directive (EU) 
2015/849. 236 

5) Art. 1 (4) shall cease to apply when the Decision of the EEA Joint 
Committee concerning the adoption of Regulation (EU) 2015/847 enters 
into force. 237 

. . .  

 

236 Entry into force: 1 August 2019 (LGBl. 2019 no. 188). 

237 Entry into force: 1 August 2019 (LGBl. 2019 no. 189). 
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. . .  

II. 

Transitional provisions 

Service providers for legal entities that provide the services referred 
to in Art. 3 (1) k) no. 2 to 5 SPG on a professional basis under the existing 
legislation and hold a relevant authorisation under the Business Act shall 
continue to pursue their activities in accordance with the applicable due 
diligence legislation until expiry of the trade licence referred to in Art. 49 
(2) of the Business Act. 

. . .  


